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BRIEF INTRODUCTION 
 
 
When we think about the word “crypto” the associaAon with something uncertain comes 
naturally.  
This is prevalently true for most consumers and companies that do not belong to the financial 
sector. However, with their dynamic nature, crypto assets1 represent a challenge even for 
financial market players and especially regulators. The outstanding spread in last years of 
crypto currencies, tokenized “products”, blockchain technologies and the recent failures 
related to the crypto world represented a wake-up call for all world regulators.  
The Market in Crypto-Assets RegulaAon (MiCAR) is the a1empt of the European Commission 
to face and reduce the uncertainty of crypto assets. Will it be enough to prevent crises and 
ensure the financial stability of the market? We sAll can’t say. For sure, the role of supervisors 
will be essenAal in this respect. According to MiCAR, the vigilance tasks in the EU will be 
carried out by the European Banking Authority together with NaAonal Competent 
AuthoriAes, designing a supervisory model that strongly resembles the Single Supervisory 
Mechanism. One of the most interesAng aspects of this framework regards the role of the 
EBA which will have a totally new level of powers and responsibiliAes. 
 
The first aim of this thesis is to enlighten what are the risks related to the crypto world. About 
that, we will illustrate some recent failures which involve crypto assets. This will be very 
useful to understand why regulaAon on crypto assets is essenAal but difficult at the same 
Ame. Subsequently, we will provide some examples of current naAonal legislaAons on 
crypto-assets and how they will eventually fit with the upcoming MiCAR (which will be 
effecAve in 2024). 
Aeer the first 2 introductory chapters, the focus will be on the core of the crypto sector: 
stablecoins. We will discuss how they are regulated in MiCAR, underlining some of the 
provisions to face their risks. Subsequently, we will illustrate the MiCAR supervisory 
framework, describing the tasks of all supervisory authoriAes involved and underlining the 
common elements with the Single Supervisory Mechanism.  
From this, the discussion will go on with one of the main topics: the role of EBA. We will 
illustrate its new powers and responsibiliAes, poinAng out how important the collaboraAon 
between the EBA, other authoriAes and supervised enAAes will be.  
UlAmately, we will discuss the significance parameters for stablecoins in MiCAR, trying to 
understand whether they are really able to capture enAAes posing risk on financial stability. 

 
 

1 From now on, the defini/on of crypto-asset will be the one present in the Market in Crypto-Assets Regula/on,    
  Art. 3:” crypto-asset means a digital representa/on of a value or a right which may be transferred and stored 
electronically, using distributed ledger technology or similar technology”. 
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CHAPTER 1  
 

THE RISKY WORLD OF CRYPTO-ASSETS 
 
1.1 Introduc,on 
 
The aim of this chapter is to prepare the reader and introduce him to the delicate and 
complex world of crypto. We are going to generally explain the main features and 
characterisAcs of crypto-assets and what could be the main risks2.  
We will start by describing the speculaAve nature of crypto assets. Aeer this, we will talk 
about stablecoins, explaining what they are and why they are essenAal in the crypto industry. 
Going on, the discussion will be about problems that may arise from the blockchain structure 
(which is the plagorm where crypto assets are prevalently traded). Specifically, we will deal 
with congesAon and fragmentaAon. Later we will introduce the concept of Decentralized 
Finance (DeFi) and explain what the main dangers of decentralizaAon are. Finally, the chapter 
will be concluded with the analysis of some recent failures in the crypto world so to 
understand the significant impact and risk crypto assets may have on the global economy.   
 
 
 
 
1.2 Specula,ve nature of crypto assets 
 
One of the main characterisAcs of crypto assets, and probably one of the riskiest, is their 
highly speculaAve nature. Differently from tradiAonal financial instruments, many crypto 
assets (but not all) are not backed by any real-world asset. Generally, when we think to 
tradiAonal securiAes, holders obtain rights to receive future cashflows (in case of stocks) or 
claims on companies’ assets in case of liquidaAon (as it happens for bonds)3. In these 2 
examples and as it normally happens for financial instruments, their value is based on 
something real, tangible. The same does not happen for many crypto assets, whose value 
depend prevalently on pure demand and offer. This causes crypto markets to be extremely 
speculaAve and subject to market risk, since prices are driven mostly by “news and technical 
indicators rather than fundamentals”4. Basically, a crypto asset might lose almost all its value 
due to rumors or distrust by investors5. Therefore, the speculative nature of crypto assets 
makes them unsecure as mean of payment or exchange. 

 
2 It is not possible to explain the complex and messy world of crypto with all its aspects in just one chapter, neither in 
one thesis. We just want to provide the reader with a general idea of how it works and what could be the risks. 
3 ESMA, “Crypto-assets and their risks for financial stability”, 04 October 2022  
4 ESMA, Op.cit, p.5. 
5 Something similar happened in the Terra USD and Terra Luna crash. 
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Furthermore, the global spread of crypto has been, and still is, surprising. If we consider the 
total market capitalization of all cryptocurrencies, it grew from approximately 18 billion USD 
in 2017 to 2.8 trillion USD (highest peak) in 20226. Summing the high risky nature of crypto 
assets with their outstanding spread we might easily understand why they can be a danger, 
especially for retail investors. About that, the European Securities and Markets Authority 
(ESMA) issued a warning on the risks of crypto assets addressed specifically to European 
consumers7. Reading through the document, many dangerous characteristics are 
mentioned. For example, the possibility of fraud, low liquidity, lack of transparency, 
operational risks and security issues. At the end of the warning there is an important 
reference about the upcoming European regulation (Market in Crypto-Assets Regulation, 
MiCAR) that will try to reduce the uncertainty generated by crypto8. 
 
 
 
1.3 Stablecoins 
 
According to the Financial Stability Board, a stablecoin can be defined as a cryptocurrency 
that aims to maintain a stable value relaAve to a specified asset, or a pool or basket of assets9. 
Stablecoins represent a less speculaAve and volaAle alternaAve to normal cryptos which are 
not backed by anything. Stablecoins are mainly used as a mean of payment for transacAons 
of crypto assets10 and for this reason are essenAal in Decentralized Finance (DeFi), a concept 
that will be introduced later in the chapter.  
 
Depending on the stabilizaAon mechanism, there are 3 categories of stablecoins: fiat-
collateralized, crypto-collateralized and algorithmic stablecoins. 
In the first category, the stability is ensured by reserves of a fiat currency. A major part of 
fiat-collateralized stablecoins is backed by the US dollar. On the contrary, crypto-
collateralized stablecoins stability is provided by reserves of other cryptocurrencies. 
Specifically, since cryptocurrencies are very volaAle, these kind of stablecoins are generally 
overcollateralized, meaning that the value of reserve assets is significantly higher than the 
value of the stablecoin issued. “For example, MakerDAO's Dai (DAI) stablecoin is pegged to 
the U.S. dollar but backed by Ethereum (ETH) and other cryptocurrencies worth 150% of the 
DAI stablecoin in circulaAon”11. Lastly, we have algorithmic stablecoins, whose stabilizaAon 

 
6 Source: Coinmarketcap  
7 ESMA, “EU financial regulators warn consumers on the risks of crypto-assets”, 17 March 2022 
8 We will beWer discuss MiCAR in next chapters. 
9 Douglas Arner, Raphael Auer and Jon Frost, “Stablecoins: risks, poten/al and regula/on”, November 2020 
10 They are very convenient for interna/onal transac/ons since users do not need to convert funds as they would do 
with na/onal currency. 
11 Adam Hayes, “Stablecoins: Defini/on, How They Work, and Types”, Investopedia, 06 July 2023 
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mechanism is based on an algorithm that controls the supply of that stablecoin. In this case, 
there might not be any reserve of assets12.  
Even if they appear to be safer than other crypto assets, stablecoins are sAll subject to 
market and liquidity risk. For example, negaAve rumors about the issuer or about the 
quality of the underlying asset or general distrust due to global events (like Covid-19 or 
Ukraine war) might trigger a sharp increase in redempAon requests by investors, which 
would imply a significant price reducAon of the stablecoin and would cause the issuer 
liquidity problems. These risks could be even higher if we consider that there is no uniform 
regulaAon on stablecoins across countries. Moreover, market and liquidity risk could be 
magnified in case the stabilizaAon mechanism of the stablecoins (parAcularly in case of 
algorithmic stablecoins) is unable to manage and control all the redempAon requests. 
 
One of the biggest quesAon marks related to stablecoins is if they can represent a threat to 
financial stability. According to the European Central Bank “financial stability risks from 
stablecoins are currently sAll limited in the euro area, but if growth trends conAnue at their 
current pace, this may change in the future”13. An aspect that requires a1enAon is the 
increasing number of interlinkages between crypto assets and the core of the financial 
stability: the banking sector. We just need to look at the Market in Crypto-Assets 
RegulaAon to understand that banks will play a central role. When the regulaAon will be in 
force 2024, credit insAtuAons can, without further authorizaAon, issue any kind of crypto 
assets (Other crypto assets14, Asset-Referenced tokens15 and E-money tokens 16) and 
provide any services related to crypto assets 17(like custody and administraAon, receipt and 
transmission of orders, exchange of crypto-assets against fiat currency or exchange of 
crypto-assets against other crypto-assets, etc.). Therefore, in the European context, banks 
will probably have a leading role in crypto markets. This implies an increase in the volume 
of crypto assets (and so stablecoins) issued or traded by banks, with potenAal 
consequences on the systemic risk and financial stability. Credit insAtuAons might face 
liquidity problems for stablecoins issued by them, in the situaAon previously menAoned 
where the number of redempAon requests is too high. Moreover, banks’ exposure to 
crypto assets (not necessarily issued by them but also for which they provide services) 
could cause losses if the price of those assets declines, which is a realisAc scenario 
considering their high-volaAle nature. 
 
 

 
12 An example of algorithmic stablecoin is Terra USD, whose value collapsed in May 2022. This failure will be discussed 
soon in the chapter. 
13 ECB pubblica/ons, “Stablecoins’ role in crypto and beyond: func/ons, risks and policy” 
14Title II, Markets in Crypto-assets Regula/on 
15Title III, Markets in Crypto-assets Regula/on 
16Title IV, Markets in Crypto-assets Regula/on 
17Title V, Markets in Crypto-assets Regula/on 
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1.3 Structural flaws and risks of the blockchain 
 
The blockchain is a distributed ledger used to record transacAons of crypto assets. Every 
record consAtutes a block, and every block is linked with others through cryptographic keys. 
Without going in too much detail, a fundamental aspect of the blockchain is the validaAon 
system. Basically, each transacAon is verified and added to the blockchain by the so-called 
validators. These subjects make sure that there are enough funds to complete a transacAon 
and are then responsible for the security of the blockchain18. Of course, validators are 
remunerated for their service with transacAon fees. A similar validaAon system embodies 
different flaws and grey areas. 
 
First of all, transacAon fees must be sufficiently high so that validators keep doing their job 
in a proper way. Specifically, the remuneraAon for a truthfully validaAon must be higher than 
potenAal gains from cheaAng19. Otherwise, “should rewards become too low, individual 
validators would have an incenAve to cheat and steal funds, jeopardizing overall security”20.  
A possible way to maintain high rewards for honest validaAon is to limit the capacity of the 
blockchain, basically reducing the number of transacAons that could be validated 
simultaneously. In this way, users might be willing to pay higher fees to validators just to have 
their transacAons validated before others. However, not only the cost for users of the 
blockchain would increase, but there would also be a serious congesAon problem. This 
create a significant trade-off between security, in terms of honest transacAons validaAon, 
and scalability, which is the ability of the blockchain to maintain its cost and processing speed 
constant despite the increase in users and transacAons.  
 
At the same Ame, the security-scalability trade-off could create fragmentaAon. Let’s assume 
that we want to ensure security in the blockchain, sacrificing scalability and creaAng 
congesAon. Users of the blockchain would be incenAvized to move to another blockchain 
with higher capacity and less transacAon costs. This would create a fragmentaAon in the 
crypto markets, as secure but congested blockchain would be outperformed by newer and 
scalable blockchains, with increasing level of uncertainty and insecurity. A pracAcal example 
of fragmentaAon happened recently with the Terra Luna crash: “the collapse of the Terra 
blockchain highlights the tendency to fragmentaAon through crypto’s vulnerability to new 
entrants who prioriAze market share and capacity at the expense of decentralizaAon and 
security”21. We will be1er deal with Terra Luna collapse in the final paragraph of this chapter. 
Beyond the flaws descripted unAl now, the blockchain technology encapsulates other 

 
18 By Linda Orenes-Lerma,” What Is a Blockchain Validator?”, Ledger.com, April 2023 
19 Bank for Interna/onal SeWlements, “The crypto ecosystem: key elements and risks”  
Report submiWed to the G20 Finance Ministers and Central Bank Governors, July 2023  
20 Banks for Interna/onal SeWlements, Op. cit. p 6 
21 Banks for Interna/onal SeWlements, Op. cit. p.7 
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potenAal dangers. For example, it can be vulnerable to cyber-a1acks that can jeopardize the 
correctness of transacAons; moreover, due to the high transparency of the blockchain, there 
might be privacy violaAons or idenAty thees, as well as frauds22. 
 
 
 
1.4 The concept of Decentralized Finance (DeFi) 
 
Stablecoins, blockchains and crypto assets discussed unAl now are part of a broader concept 
known as Decentralized Finance (DeFi)23. It is a financial ecosystem which represent an 
alternaAve to the tradiAonal financial system (TradFi). The scope and funcAons of Defi and 
TradFi are very similar: to create connecAons between demand and offer in situaAons of risk 
and uncertainty. In this respect, products offered in TradFi (like derivaAves, loans and so on) 
are basically the same offered in DeFi ecosystem. However, the way in which these products 
are provided and traded is very different. Moreover, if, on one hand, intermediaries (banks, 
investment firms, insurances and pension funds) are trusted since they are fully regulated in 
TradFi, on the other hand, there are blockchain validators, computer codes, smart contracts 
or oracles which are currently not regulated24. The main advantage (and danger) of DeFi is 
that everyone with an internet connecAon can access to its product directly, basically 
bypassing the intermediaAon phase. An important characterisAc of decentralized finance is 
that it is “mainly self-referenAal, in the sense that DeFi products and services mainly interact 
with other DeFi products and services rather than with TradFi and the real economy”25. This 
aspect is also favored by the fact that almost all transacAons are done with stablecoins rather 
than classic currencies.  
 
We will now explore deeper the characterisAcs of DeFi ecosystem. The first aspect that is 
worth menAoning regards the main elements of DeFi: 
 

• permissionless blockchains, which consAtute the ledger where transacAons are 
recorded. The fact that this ledger is permissionless means that everyone can access 
it. The legiAmacy of the transacAons and the confidence in the blockchain is enhanced 
by the full transparency of the ledger. 
 

 
22By Zetzsche et al, The Distributed Liability of Distributed Ledgers: Legal Risks of Blockchain (August 13, 2017).  
23 Financial Stability Board, “The Financial Stability Risks of Decentralised Finance”, 16/02/2023 
24the Distributed Ledger Technology (DLT) pilot regime, the EU Data Act and the MiCA Regula/on represent the first 
European regula/on aWempt, even if there is no full coverage of all DefI elements. 
25 Financial Stability Board, “The Financial Stability Risks of Decentralised Finance”, paragraph 1.1.2. page 10. 
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• smart contracts which basically give execuAon to terms and condiAons of a 
transacAon in an automated manner. 

 
• DeFi protocols which are a mix of codes and procedures that stabilize the way in which 

products are offered and provided. 
 

• decentralized applicaAon (DApps) which simplify the provision of products. 
 

Aeer introducing the main elements of DeFi, we will discuss its risks and potenAal problems. 
A first relevant risk is the operaAonal risk. We have already menAon it when we discussed 
the blockchain (a crucial part of DeFi ecosystem), but almost every component in DeFi 
ecosystem (smart contracts, DApps, protocols) is subject to operaAonal vulnerabiliAes (fraud, 
hacks, cyber-a1acks and so on). Taking the example of smart contracts, they should be able 
to cover more states of the worlds, and this imply an increasing difficulty in the design which 
could also mean a higher risk of coding errors or malfuncAons. Considering also that, once 
executed, smart contracts effects are not reversible we may easily understand how 
dangerous they could be. All of this is magnified by a very important aspect of decentralized 
finance: the anonymity or pseudo anonymity of its users. Not only in DeFi ecosystem there 
isn’t (yet) any ex-post remedial in case of fraud or hack, but, due to anonymity, it’s extremely 
difficult to idenAfy the accountable part. Other than accountability issues, anonymity or 
pseudo anonymity significantly increase the risk of money laundering and terrorist 
financing26.  
 
Another relevant risk in DeFi, which is also typical in TradFi, is the liquidity risk. In the 
previous paragraph about stablecoins we menAoned how, in case of distrust in the market 
or negaAve rumors, redempAon requests might strongly increase and cause liquidity 
problems to stablecoins issuers. Similarly, liquidity issues can also arise in DeFi lending 
plagorms. Specifically, some of these lending plagorms, in order to be more appealing, offer 
investors immediate redempAon. Therefore, just like stablecoins issuers, lending plagorms 
could struggle significantly in case there are too many redempAons requests27.  
Another dangerous feature of DeFi is the automated liquidaAon of collateral, which occurs 
when the value of the collateral falls below a certain threshold. “If these liquidaAons occur 
under stressed condiAons, collateral may be forcibly liquidated into a market with low 
liquidity, pushing collateral prices down further, and spreading contagion”28. Differently from 
TradFi, in decentralized finance there is no current soluAon for this problem, also because 
it’s very difficult to quanAfy the amount of leverage. 

 
26 Just to make an intui/ve example, it would be impossible to apply the Customer’s Due Diligence (CDD) 
requirements. 
27 Financial Stability Board, “The Financial Stability Risks of Decentralised Finance”, paragraph 2.2. page 20. 
28 Financial Stability Board, “The Financial Stability Risks of Decentralised Finance”, paragraph 2.3. page 21. 
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1.5 The Terra USD and Terra Luna crash 
 
Terra USD (UST) was one of the top five stablecoins for market capitalizaAon (18 billion 
dollars29) at the beginning of 2022. It was originated from a blockchain network called Terra 
and it was pegged to different fiat-currencies like USD and EUR. On one hand, UST was an 
algorithmic stablecoin, meaning that its stabilizaAon mechanism was not based on collaterals 
(like crypto-collateralized or fiat-collateralized stablecoins), but on an algorithm that 
controlled its supply and demand. On the other hand, Terra USD had a counterpart token 
called Luna (also originated from the Terra blockchain). $1 of this token could be converted 
with 1 UST token even if the value of UST was not $1 and vice versa30. Basically, Luna had the 
funcAon of stabilizing the price of UST through arbitrage. Specifically, whenever the price of 
Terra USD fell below $1, investors could exchange it with 1 Luna token with value $1. This 
arbitrage would push up the price of Terra USD unAl it goes back to its original value of $1. 
The procedure just explained was controlled by the algorithmic stabilizaAon mechanism, 
which in this situaAon would burn UST tokens (reducing the supply) and generate Luna 
tokens unAl the prices of the 2 tokens reach their original peg ($1).  
According to experts, the reason of the crash seems to be a coordinated and massive short-
selling process which led UST to lose its peg with the USD. The algorithmic stabilizaAon 
mechanism could not manage the downward pressure, and UST possessors started 
converAng their tokens into Luna tokens31. This implied a huge increase in the supply of Luna, 
which consequently pushed its price down to almost zero. In just 8 days, from the 5th to the 
13th of May 2022, Luna and UST prices collapsed passing from $87 and $1 to $0,00005 and 
$0,2 respecAvely32. The capitalizaAon of Luna went from $30 billion to almost 10 between 
the 6th and 10th of May. Due to the crash, “crypto’s market cap has lost about $300 billion”33. 
 
 
 

 
29 Source: CoinMarketCap  
30Briola, Antonio and Vidal-Tomás, David and Wang, Yuanrong and Aste, Tomaso, Anatomy of a Stablecoin's Failure: 
The Terra-Luna Case, 8 August 2022.  
31Hemenway Falk, BreW and Hammer, Sarah, Meltdown in the Wild West: The Stablecoin Collapse of 2022 and 
Consumer Protec/on Considera/ons (May 24, 2022). 
32Briola et al, Anatomy of a Stablecoin's Failure: The Terra-Luna Case, 8 August 2022. 
33Steven Ehrlich, Unstable Stablecoin: How Crypto’s Crash Broke The Buck For TerraUSD, Forbes, May 2022 
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                                                  Luna Token price May 2022, CoinMarketCap 
 

 
                                                     Luna Market Cap lost $20 billions in just 5 days 
 
 
The Terra USD and Luna case represented an undeniable proof of the fragility and instability 
of stablecoins, especially algorithmic ones. In fact, the crash was also favoured by the fact 
that both Terra tokens were not collateralized or backed by anything, and the stabilizaAon 
algorithm turned out to be insufficient in extreme situaAons. Aeer the crash, European 
Central Bank34 stated: “recent developments show that stablecoins are anything but stable”. 

 
34 ECB pubblica/on, “Stablecoins’ role in crypto and beyond: func/ons, risks and policy”. 
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The collapse of Terra tokens generated great uncertainty and was a sort of eye-opener for all 
crypto investors. Since it was the first big failure in the crypto world, everyone started 
realizing the risks. The Terra/Luna crash was the beginning of a difficult period for crypto 
assets known as “Crypto- winter”. “The year 2022 was an annus horribilis for the crypto 
ecosystem. In just one year, crypto lost about USD 2 trillion in market value”35.  
 
 
 
1.6 The FTX collapse 
 
If the 2022 was already a difficult period for crypto assets, the collapse of FTX in November 
represented another significant hit on crypto market which, according to many, will have an 
impact for years to come. FTX was a cryptocurrency exchange with its own token called FTT. 
It all started on the second of November when CoinDesk, one of the most important 
informaAon and news site for crypto, revealed that Alameda Research had a very big posiAon 
in FTT (almost $5 billions)36.  
Alameda Research was a quanAtaAve trading company run by the same founder of FTX, 
Bankman-Fried. The fact that Alameda Research had a huge posiAon in tokens of a “sister 
company” generated alarmism across investors, which started quesAoning the stability and 
financial soundness of both companies. On the 6th of November Binance, the world biggest 
cryptocurrency exchange, decided to sell its enAre posiAon in FTT (over $500 millions) and 
this led FTX to face liquidity problems. Despite the a1empt of Bankman-Fried to reinsure 
investors about the safeness of FTX, the total value of withdrawals of FTT overcame 
6$billions and the price of the tokens dropped by more than 80%. On the 8th of November, 
Binance offered to acquire the business of FTX (the part outside the United States) but 
immediately withdrew from the deal the following day. The reasons menAoned by Binance 
were “the mishandling of customer funds and the U.S. invesAgaAons (on FTX and Bankman-
Fried, started the same day of the withdrawal)”37. On the 10th of November, Bankman-Fried 
admi1ed the liquidity crisis and the following day FTX filed bankruptcy.  
According to bankruptcy documents, FTX had liabiliAes for almost $50 billions. Bankman 
Fried was then arrested in Bahamas and subsequently extradited and charged for 8 crimes 
in the US. Damien Williams (The U.S. A1orney who moved charges against Bankman-Fried) 
called the FTX case “one of the biggest financial frauds in American history”38. Undoubtably, 
it was the largest collapse in crypto history and, fortunately, its effects were confined to the 

 
35Arner, Douglas W. and Zetzsche, Dirk Andreas and Buckley, Ross P. and Kirkwood, Jamieson, The Financializa/on of 
Crypto: Lessons from FTX and the Crypto Winter of 2022-2023 (March 1, 2023). University of Hong Kong Faculty of Law 
Research Paper No. 2023/19.   
36 By Nathan Reiff, “The Collapse of FTX: What Went Wrong With the Crypto Exchange?”, Investopedia, February 2023 
37By Amanda Hetler, “FTX scam explained: Everything you need to know”, TechTarget, April 2023 
38By Saumen DaWa, “U.S. AWorney Damian Williams Calls FTX One of History’s Biggest Frauds”, DailyCon, December 
2022 
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crypto industry. Specifically, Ethereum, Bitcoin and other coins had a negaAve reacAon to the 
collapse, while the tradiAonal markets remained unaffected39. However, considering the sAll 
increasing interlinkages between crypto markets and tradiAonal finance, the effects of a 
future collapse like the FTX one might be significantly worst, without being limited only to 
the crypto world. 
 
 
 
1.7 Chapter Conclusions  
 
This chapter provided a general introducAon to the crypto ecosystem and gave us the 
possibility to understand how messy and complex it can be. Moreover, the crash of Terra USD 
and Terra Luna tokens, followed by the collapse of FTX, represented an evidence that crypto 
assets are extremely risky and volaAle. “The resounding defaults of the crypto winter, cul- 
minaAng in the failure of the 'FTX' exchange, were only the most obvious examples of a long 
series of pathological phenomena that, from the outset, should have prompted a regulatory 
response both in Europe and elsewhere”40.  
 
 

 
 
 
 
 
 
 
 
 
 
 
 
 

 
39 By Tommy Johnsen, “How did the FTX collapse affect tradi/onal assets?”, AlphaArchitect,, April 2023 
40 Annunziata, Filippo and Annunziata, Filippo, An Overview of the Markets in Crypto-Assets Regula/on (MiCAR). 
(December 11, 2023). European Banking Ins/tute Working Paper Series no. 158, page 9 
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Chapter 2  
 

 

CRYPTO ASSETS BEFORE MICAR: EUROPEAN FRAGMENTATION 
 
 
 
2.3 The current na,onal legisla,ons about crypto-assets 
 
An important response to the failures of Terra/Luna and FTX arrived from the European 
Commission with the proposal of a RegulaAon regarding crypto-assets (MiCAR), which will 
be effecAve in June 2024. One of the biggest quesAon marks of the upcoming European 
regulaAon is how it will fit with the current naAonal regulaAons. First of all, other than trying 
to reduce uncertainty and increase the knowledge about crypto assets, the objecAve of 
MiCAR is to create a common framework across the UE so that there are no more regulatory 
differences between Members States. In this respect, it is worth underlying that the 
European Commission chose the way of the RegulaAon. Other than sending a strong 
message about the need for legal certainty, the Commission wanted to avoid differences 
across EU jurisdicAons that could have arisen with a DirecAve.  
 
We are now going to discuss the present naAonal legislaAons in crypto, so to highlight the 
strong differences across EU members. The only legislaAon which has been equally 
implemented41 in the majority of EU Members is the 5th AnA-Money Laundering DirecAve 
(AMLD5)42. This DirecAve was the first European legislaAon to regulate crypto43 and included 
“virtual assets service providers” (VASPs) in the list of obliged enAAes44. Except for AMLD5, 
the actual European naAonal regulatory framework is far from being unform. There are 
countries in which crypto assets are parAally or fully regulated and others in which there is 
no legislaAon at all. We are now going to discuss 3 countries in which crypto assets are 
regulated differently. 
 

 
41 Being a Direc/ve, it has been transposed according to the na/onal legisla/on of each Member State. Therefore, 
there might be small differences across EU countries, as it happens for every transposed Direc/ve. This fragmenta/on 
is one of the reasons why the Commission proposed in 2021 a new AML Regula/on and an EU single rulebook. 
42 Direc/ve Of The European Parliament And Of The Council on the mechanisms to be put in place by the Member 
States for the preven/on of the use of the financial system for the purposes of money laundering or terrorist financing 
and repealing Direc/ve (EU) 2015/849, Brussels, 20.7.2021 
43 In the Direc/ve we find the defini/on of “virtual currency”, a concept that has been replaced by crypto-assets in 
MiCAR and also in the AML Regula/on 
44 These en//es must apply AML requirements such has Customer Due Diligence (CDD) or repor/ng of suspicious 
transac/ons. AMLD5 included providers of virtual (crypto) assets and custodian wallet providers to the list of obliged 
en//es.   
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2.3.1 Germany 
 
German regulators, has classified crypto assets in 4 categories: currency tokens (such as 
Bitcoin and Ethereum) which has payment funcAon, uAlity tokens (both fungible and non-
fungible) which gives access to goods or services, security tokens (considered as financial 
instruments) which incorporates membership or property rights and hybrid tokens which 
has more characterisAcs of the previous tokens.45 If we compare this classificaAon with the 
MiCAR one, there are evident differences. Not only the categories do not match (even if they 
are based on the same principles), but Germany regulates also NFT which are in principle 
excluded from the European regulaAon46.  
These aspects rise doubts on how Germany will adapt to MiCAR when it will be effecAve. 
Being a regulaAon and not a direcAve, MiCAR will be directly applicable and won’t need 
naAonal transposiAon as required for direcAves. Therefore, it seems quite probable that it 
will immediately replace the German naAonal regulaAon in 2024. This can represent a 
problem for potenAal offerors or service providers of crypto assets that already obtained or 
are about to obtain the German license. When MiCAR will become effecAve they will need a 
new license47, and this represents a cost, also in terms of Ame and organizaAon. At the same 
Ame, this double-license problem may discourage German companies to enter in the crypto 
market now and to wait unAl MiCAR will be in force. 
 
 
 
2.3.2 Italy 
 
A completely different situaAon is present in Italy, where there is no ad hoc naAonal 
legislaAon on crypto assets48, which are in principle unregulated. However, depending on 
their characterisAcs, tokens might be classified as financial instruments (for example security 
tokens which provide the owner with membership or property rights 49) or financial products. 
 
Financial products are a peculiarity of Italian legislaAon and includes “financial instruments 
and any other form of investment having financial nature”. 50 As we can see from this 

 
45 Renate Prinz, “Understanding the regulatory landscape for crypto-assets in Germany and the EU”, Finextra, 
November 2022 
46 Non-Fungible tokens were present in the first drap of MICAR but were then excluded from the final one. However, 
they could fall inside the scope of the regula/on depending on their specific characteris/cs, according to Recital 6 of 
MICAR. 
47 The MICAR license will allow offerors and Crypto-Assets service providers of one country (like Germany) to passport 
in every Member State (passpor/ng principle). 
48 Except for the Legisla/ve Decree 231/2007, which implemented all the AML-CTF Direc/ves, included the 5th one in 
2020. 
49 Financial instruments are regulated at European level by the Market in Financial Instrument Direc/ve (MIFID) 1 and 
2, then transposed at na/onal level. In Italy, MIFID has been implemented through the Consolidated Financial Act. 
50 Art. 1, para.1 (u), Italian Consolidated Financial Act. 
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definiAon, the category of financial products is broader than just financial instruments, and 
it is worth asking if this category might include also crypto assets. According to Consob51’s 
interpretaAon, there should be 3 requirements for a product to be considered “financial”: 
the investment of capital, the expectaAon of a return and the assumpAon of financial risk 
associated with the investment52. In this respect, it is also worth considering 2 recent 
sentences of the Italian Supreme Court of CassaAon about crypto assets. According to the 
first one (sentence number 44337, issued in November 2021), the Supreme Court of 
CassaAon stated that Bitcoin can be a financial product if it is purchased with investment 
purposes. A very important step ahead has been done with the other sentence (number 
44378), issued in November 2022. According to the Court of CassaAon, crypto assets possess 
the 3 requirements established by Consob53 and can therefore be considered as financial 
products. A token like Bitcoin requires the investment of capital, it is usually associated with 
a return if its value increases in Ame (even if it might be also used as a mean of payment), 
and there is a risk related to the investment.  
 
At this point, it is interesAng to ask ourselves what will happen with the entry into force of 
MiCAR. Since both financial instruments and crypto assets will be fully regulated by MIFID 
and MiCAR, will the category of financial products sAll make sense? We can assume that NFTs 
which fall outside the scope of MiCAR might sAll be considered as financial products in Italy. 
Another interesAng issue regards the same double-license problem introduced in the 
previous paragraph. EnAAes that want to offer crypto assets qualified as financial 
instruments or financial products should be authorized by the Consob to publish a 
prospectus. Therefore, if we consider a company authorized to offer crypto assets in Italy 
(which fall under the category of financial products54), it will have to obtain a new license 
under MiCAR and this might discourage companies to enter in the crypto market before June 
2024.  
 
 
 
2.3.3 France 
 
In France, crypto assets have been regulated since 2019 by a law (called Pacte law) 
introduced in the French Monetary and Financial Code (MFC). Specifically, this law regulates 
Digital Assets Service Providers (DASPs) and IniAal Coin Offerings (ICOs). Digital assets are a 

 
51 One of the Italian Na/onal Competent Authori/es 
52 According to Ar/cle 1, para.1 (u), Italian Consolidated Financial Act. 
53 1. the investment of capital, 2. the expecta/on of a return and 3. the assump/ons of financial risk associated with 
the investment. Ar/cle 1, para.1, Italian Consolidated Financial Act. 
54 In case the crypto asset is considered as a financial instrument (which falls under the scope of MiFID) there wouldn’t 
be any double-license problem since once authorized in Italy, en//es could offer their instruments in every EU 
Member (passpor/ng principle).  
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broad category which includes cryptocurrencies (whose definiAon is almost idenAcal to the 
one of “virtual currencies” in AMLD5) like Ethereum or Bitcoin, and uAlity tokens. 
InteresAngly, from the definiAon of uAlity tokens55 it seems that NFTs are excluded. In this 
respect, “the AMF has stressed that NFTs by themselves do exclude the qualificaAon of digital 
assets, depending on the token’s features.”56This basically means that, even if NFTs are in 
principle unregulated, depending on the token features they might fall under the definiAon 
of digital assets (as uAlity tokens).  
 
According to the regime for digital assets service providers, a mandatory registraAon is 
required if a company wants to provide one of these 4 services: custody of digital assets on 
behalf of third parAes; buying and selling digital assets in legal tender on behalf of third 
parAes; trading of digital assets on behalf of third parAes; operaAon of a trading plagorm 
between users. Instead, for any other services like receipt and transmission of orders or 
financial advice on crypto, there is an opAonal license that allow companies to market their 
crypto services through direct solicitaAon and sponsorship. Without this opAonal license, 
DASPs can sAll provide their services (excluding the 4 menAoned before for which a 
mandatory registraAon is required), but without approaching clients directly or indirectly, so 
basically relying only on reverse solicitaAon57. The same principle is present also in the ICOs 
regime, where issuers can offer their tokens even without a license (a visa in this case). 
However, obtaining the visa is very convenient, as it allows offerors to market their tokens 
through direct solicitaAon or sponsorship. The visa is released by the French Financial 
Markets Authority (AMF) is some condiAons are met, regarding security, transparency and 
the AMLD5 requirements. 
Even in the French jurisdicAon, as for Italy and Germany, both issuer and service providers 
might face the double-licensing problem. This can be the reason why, up to March 2023, only 
3 ICOs visa has been released by the AMF.  
 
 
 
2.7 Chapter conclusions 
 
In this chapter we have seen how the current naAonal regulatory framework is extremely 
different among Member States and MiCAR will undoubtably be an important step in the 
direcAon of a unique level playing field. However, there are sAll gaps about tokens and crypto 

 
55 “Any intangible asset represen/ng, in digital form, one or more rights which may be issued, recorded, stored or 
transferred by means of a shared electronic recording device enabling the owner of the asset to be iden/fied, directly 
or indirectly”, MFC, Ar/cle L. 552-2. 
56 William O’Rorke and Alexandre Lourimi, “Blockchain & Cryptocurrency Laws and Regula/ons 2023”, Global Legal 
Insights, October 2022 
57Elias Bourran, “How cryptocurrencies and digital assets are regulated in France in 2023?”, Beaubourg Avocats, March 
2023. 
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assets that fall outside the scope of MiCAR (like NFTs). It’s probable that they will be treated 
differently depending on the naAonal legislaAon. For example, NFTs not regulated by MiCAR 
might be considered as financial products in Italy and uAlity tokens in Germany, and 
therefore they would be regulated in a significantly different way. This of course leaves some 
space for fragmentaAon.  
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CHAPTER 3 

 
 

THE REGULATORY FRAMEWORK OF STABLECOINS IN MICAR 
 
 
 
3.1 Introduc,on 
 
The Market in Crypto-Assets RegulaAon represents the first European a1empt to deal with 
crypto. 
The most relevant contribute of the upcoming RegulaAon regards the provisions about 
stablecoins, which represent the core of the crypto sector. As menAoned in the first chapter, 
stablecoins are cryptocurrencies whose value is pegged to that of another asset (with low 
volaAlity). Other than represenAng a “stable” alternaAve to crypto assets, stablecoins are the 
most used mean of payment for crypto transacAons (especially in DeFi). Considering the 
incredible spread of stablecoins58 and the recent failures of Terra and FTX, the need for a 
regulaAon became impellent. In this respect, the ECB stated in a publicaAon that “given the 
rapid growth of the stablecoin market, stablecoins need to be brought into the regulatory 
perimeter with urgency.”59 This is exactly what the European Commission has done with 
MiCAR.  
 
 
 

3.2 Classifica,on of stablecoins in MiCAR 
 
Under the new regulatory framework, stablecoins might be categorized as asset-referenced 
tokens (ARTs)60 and e-money tokens (EMTs)61. An asset-referenced token “purports to 
maintain a stable value by referring to the value of several fiat currencies that are legal 
tender, one or several commodiAes or one or several crypto-assets, or a combinaAon of such 
assets”62. On the other hand, an e-money token is a “crypto-asset the main purpose of which 
is to be used as a means of exchange and that purports to maintain a stable value by referring 

 
58 The Total Market Cap of stablecoins increased from USD 60 billions in 2021 to more than 120 USD billions in 2023, 
reaching its peak in May 2022 with almost USD 190 billions (source: CoinMarketCap). 
59 Mitsu Adachi et al, “Stablecoins’ role in crypto and beyond: func/ons, risks and policy”, ECB publica/ons, 2022 
60 Title III, Market in Crypto-Assets Regula/on 
61 Title IV, Market in Crypto-Assets Regula/on 
62 Title I, Art.3, Par. 1(3), Market in Crypto-Assets Regula/on 



 28 

to the value of a fiat currency that is legal tender”63. By analyzing these two definiAons, we 
can deduct that both EMTs and ARTs are crypto-assets which purport to maintain a stable 
value (which is a prerogaAve of every stablecoin). However, the main purpose of e-money 
tokens is to be used as a mean of payment, differently from ARTs whose main purpose is not 
specified64. In addiAon to this, EMTs can be pegged only to one fiat currency with legal 
tender, while ARTs can be pegged to more than one fiat currencies, other crypto assets, 
commodiAes, or even baskets with different assets. Other than ARTs and EMTs, in the Market 
in Crypto-Assets RegulaAon there is a third category of crypto assets called “crypto assets 
other than asset-referenced tokens or e-money tokens”65. As we can immediately noAce, 
this is a residual category which embraces crypto assets that are not ARTs or an EMTs66.  
 
 
 
3.3 Algorithmic stablecoins 
  
As explained in the first chapter, algorithmic stablecoins have a stabilizaAon mechanism 
based on an algorithm which control the supply and demand of tokens. Differently from 
other stablecoins, algorithmic ones have no collateral and therefore are very risky67. Markets 
in Crypto-Assets RegulaAon has no ad hoc provisions regarding this kind of stablecoins. They 
were iniAally banned in the first drae of the RegulaAon, and they are menAoned only once 
in the current version of the text (in Recital 41). According to Recital 41 “where a crypto-
asset falls within the definiAon of an asset-referenced token or e-money token, Title III or IV 
of this RegulaAon should apply, irrespecAve of how the issuer intends to design the crypto-
asset, including the mechanism for maintaining a stable value of the crypto-asset”. This 
applies also to algorithmic stablecoins “that aim to maintain a stable value in relaAon to an 
official currency, or in relaAon to one or several assets”68. Therefore, every stablecoin which 
purports to maintain a stable value will be considered an ART or an EMT, no ma1er the 
stabilizaAon mechanism or how the crypto asset is designed. As we will discuss soon, there 
is a very detailed and strict regime about the reserve of assets that must be held by 
stablecoins issuers. This implies that such regime would apply also to algorithmic stablecoins, 
thus reducing their risk significantly. Other than algorithmic stablecoins, Recital 41 menAons 

 
63 Title I, Art.3, Par. 1(4), Market in Crypto-Assets Regula/on 
64 However, even ARTs are and can be used for crypto transac/ons. As clarified in Recital 102: “significant asset-
referenced tokens can be used as a means of exchange and to make large volumes of payment transac/ons”. We will 
later explain the meaning of significant ART and significant EMT. 
65 Title II, Market in Crypto-Assets Regula/on. We will also refer to this category as “other crypto assets”.  
66 This category comprehends mainly u/lity tokens, which are crypto assets “only intended to provide access to a good 
or a service supplied by its issuer” (Art. 3, Par. 1(9)) 
67 One of the main reasons of the Terra (USD) crash was the inability of its algorithm to control the supply and demand 
of Terra and Luna tokens.  
68 Maintaining a stable value is the preroga/ve of every stablecoins, as we have already seen in the defini/on of asset-
referenced tokens and e-money tokens. 
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algorithmic crypto assets: “offerors or persons seeking admission to trading of algorithmic 
crypto-assets that do not aim to stabilise the value of the crypto-assets by referencing one 
or several assets should in any event comply with Title II of this RegulaAon.” In this case we 
are talking about tokens that do no not aim to stabilise their value, indeed they are referred 
to as crypto assets and not stablecoins. Algorithmic crypto assets should “in any event” be 
considered as “other crypto assets” and be then regulated under Atle II.  
All things considered, even if algorithmic stablecoins (and algorithmic crypto assets that do 
not aim at stabilizing value) are menAoned only once in MiCAR, Recital 41 provides a very 
clear idea of how to deal with them.  
 
 
 
3.4 Issuers of stablecoins 
 
The provisions about the offer of ARTs or EMTs to the public are very detailed and arAculated, 
especially if compared with the offer of “other crypto assets”. This is in line with the fact that 
stablecoins have complex characterisAcs and can pose greater risk on the financial stability 
with respect to uAlity tokens. According to MiCAR, the only European enAAes who can issue 
stablecoins are credit insAtuAons (which can issue both ARTs and EMTs) or electronic money 
insAtuAon69 (which can issue exclusively EMTs)70. From the European Commission point of 
view, it seemed more reasonable and safer to expect that enAAes which are already 
compliant with strict requirements about governance, capital, liquidity, risk and so on, would 
also be compliant with addiAonal requirements related to the offer of stablecoins. E-money 
insAtuAons and especially credit insAtuAons are already regulated under different EU 
legislaAons and are very well-supervised. On one hand, this would probably lead to a strong 
centralizaAon of the offer of ARTs and EMTs (parAcularly around banks) which could limit the 
market compeAAon. At the same Ame, it is very difficult to imagine a new enAty (which is 
not a credit insAtuAon or e-money insAtuAon), not already established and regulated in the 
EU, which has the resources to meet and be compliant with the requirements for the 
issuance of ARTs. Even under the supervisor point of view, it would be easier and even 
cheaper (in terms of Ame and resources) to watch over already supervised enAAes with 
respect to new ones. 
 
 

 
69 Who are legal persons authorized to issue electronic money under Title II of Direc/ve 2009/110/EC  
70 However, Art. 16 (Title III) gives the possibility to legal persons or other undertakings to issue ARTs only if they 
respect some strict requirements (very similar to the ones applied to credit ins/tu/ons). Moreover, there is an 
exemp/on to Art.16 whether the tokens are exclusively addressed to qualified investors and the total value of the 
tokens does not exceed 5 million in 12 months.  
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3.5 Disclosure requirements for the offer of stablecoins 
 
As we said, both ARTs and EMTs issuers need to be compliant with disclosure requirements 
to offer their tokens. However, these requirements differ depending on the tokens issued. 
Credit insAtuAons who want to issue asset-referenced tokens shall: 
- draw up a white paper which must be approved by the competent authority71 
- noAfy the competent authority with a detailed set of informaAon72 
The set of informaAon includes: a legal opinion on the qualificaAon of the token issued, a 
programme of operaAons which describes the business model of the issuer and other 
arrangements regarding governance, risk management, contractual policy, stabilizaAon 
mechanism, reserve of assets, etc.  
 
On the other hand, credit insAtuAons and e-money insAtuAons who intend to issue e-money 
tokens must: 
 

• noAfy and publish a white paper (without further authorizaAon)73 
 

• respect the prudenAal requirements set out in DirecAve 2009/110/EC74 
 
In this case we have a clear reference to the Electronic Money DirecAve, which is perfectly 
in line with the fact that “electronic money tokens shall be deemed to be electronic 
money”75. Therefore, unless differently provided in MiCAR, the requirements (regarding 
governance, risk, policies, etc.) applied to issuers of EMTs are the same as the EMD. We are 
now going to be1er analyze the disclosure requirements for the offer of stablecoins, making 
also comparisons between ARTs and EMTs provisions. 
 
 
 
3.6 The white paper provisions 
 
The crypto-assets white paper is a document requested to offer any kind of crypto asset to 
the public. This document reminds the prospectus required to offer financial instruments76 
and the logic behind is basically the same. In fact, both prospectus and white paper aim to 
prevent misrepresentaAons and inadequate disclosures that could confuse and mislead 

 
71 Art. 17, Par. 1(a), Markets in Crypto-Assets Regula/on 
72 Art.17, Par. 1(b), Markets in Crypto-Assets Regula/on. This set of informa/on is almost iden/cal for other authorized 
en//es that intend to offer ARTs. 
73 Art. 48, Par 1(b), Markets in Crypto-Assets Regula/on 
74 Which we will refer to as e-money direc/ve (EMD)  
75 Art. 48, par.2, Markets in Crypto-Assets Regula/on 
76 REGULATION (EU) 2017/1129 
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investors77.  The white paper shall contain informaAon regarding the issuer of the token, the 
token itself, the underlying technology, rights and obligaAon, the risks related and the impact 
on the environment. All this informaAon must be fair, clear and not misleading. Moreover, 
issuers of crypto assets must include in the white paper a warning78 that: the token may lose 
part or all its value, that it may not be liquid or transferable, and that it is not covered by the 
investor compensaAon schemes (under DirecAve 97/9/EC) and by the deposit guarantee 
schemes (under DirecAve 2014/49/EU). By including this warning in the white paper 
requirements, the European Commission intended to make sure that investors are as much 
aware as possible of the risks related to crypto assets. In case the informaAon provided in 
the white paper are not complete, fair or clear, or are misleading, the issuer of the token will 
be directly responsible and liable for the losses occurred to the client. 
 
The rules on the white paper apply to all categories of crypto assets regulated in MiCAR: 
other crypto assets, e-money tokens and asset-referenced tokens. However, there is a 
different treatment in terms of the white paper provisions between ART issuers (Atle III of 
MiCAR) and both uAlity tokens and EMT issuers (regulated in Atle II and IV of MiCAR). 
According to arAcle 17 (MICAR), the white paper draeed by issuers of ARTs shall receive an 
approval by the competent authority before they can start offering their tokens to the public. 
On the contrary, issuers of uAlity tokens might offer crypto assets to the public aeer draeing, 
noAfying and publishing a white paper (ArAcle 4, MiCAR), without the need of any 
authorizaAon. This same provision applies also to EMTs, according to ArAcle 48 (MiCAR). In 
this regard, both issuers of other crypto assets and EMTs shall specify in the white paper that 
it “has not been approved by any competent authority in any Member State of the European 
Union. The issuer of the crypto-asset is solely responsible for the content of this crypto-asset 
white paper”79. In any case, the white paper must be published 20 days before the iniAal 
offer. This should allow competent authoriAes to intervene and make adjustments before 
the offer of tokens. A similar approach “does not really seem sufficient to ensure adequate 
levels of integrity and confidence in the market. Customers receiving various versions of the 
white paper due to ex post intervenAons may find themselves confused.”80 
 
It is now interesAng to ask ourselves what could jusAfy the differences in the white paper 
provisions between issuers of ARTs and issuers of EMTs or other crypto assets. We can 

 
77 On this topic: Andrea Vicari, “Il white paper nella proposta di regolamento sulle cripto-arvità (MiCAR)”, La Nuova 
Disciplina Europea Dei Merca/ Digitali: Nuovi Paradigmi Dell’autonomia ContraWuale, Osservatorio Del DiriWo Civile E 
Commerciale Anno Xi, Numero Speciale/2022  
78 Art. 19, Par. 4, Markets in Crypto-Assets Regula/on 
79 Art. 6, Par. 3 (Title II) and Art. 51 Par. 3 (Title IV), Markets in Crypto-Assets Regula/on. It is also worth-men/oning 
art.8 par.3:” “competent authori/es shall not require an ex-ante approval of a crypto-asset white paper, nor of any 
marke/ng communica/ons rela/ng to it before their publica/on”. 
80 D.A. Zetzsche, F. Annunziata, D.W. Arner, R.P. Buckley. Op.cit, p.13 
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intuiAvely understand that, compared to uAlity tokens (for which the category of other 
crypto assets regulated in Title II of MiCAR has been mainly designed), stablecoins have a 
more complex structure, they are widely used as a mean of payment and can pose significant 
risk on the financial stability. These aspects may reasonably jusAfy the fact that uAlity tokens 
issuers might directly offer their crypto assets to the public, without the need for approval 
of the white paper. We should also underline that the procedure for the approval of the 
white paper is very long and complex and represents an administraAve cost for regulators81. 
Therefore, it seems reasonable that such procedure is applied only when the crypto asset 
issued is very complex and may pose risk to financial stability82.  
This logic seems adequate to explain the different applicaAon of the white paper rules 
between other crypto assets and asset-referenced tokens. However, it does not jusAfy a 
different applicaAon between ARTS and e-money tokens, since they are both stablecoins. In 
MiCAR we can find more than one case in which the requirements for ARTs issuers are stricter 
than the ones applied to EMTs issuers. An example, other than the white paper, is offered by 
the legal opinions which we are going to discuss in the following paragraph.    
 
 
 
 3.7 Legal opinions 
 
A very peculiar requirement for the offer of asset-referenced tokens regards the issuance of 
a legal opinion. This opinion should help to explain why the token issued is an ART and does 
not qualify as an e money or an asset not regulated under MiCAR83. Usually, these opinions 
are asked to experts of the private sector (lawyers, crypto market specialists, etc.) and this 
highlight the fact that there is low level of clarity regarding the qualificaAon of crypto 
assets84. In this way, regulators are basically relying on private sector and even though this 
might be coherent with the sense of cooperaAon and dialogue between supervisors and 
supervised, there could be negaAve implicaAons. As stated in “The Markets in Crypto-Assets 
RegulaAon (MiCA) and the EU Digital Finance Strategy”85, “this proposed private-sector- led 
approach risks a race-to-the-bo1om among European jurisdicAons as token issuers migrate 
to those jurisdicAons in which pracAcing lawyers are most inclined to write accommodaAng 
legal opinions”. Therefore, if, for example, Italian lawyers tends to provide legal opinions 
which are more accommodaAng than the ones provided by Spanish lawyers, a Spanish enAty 
would be inclined to obtain the authorizaAon to issue ARTs in Italy and then offer its products 

 
81 Recital 33 refers to the approval as an “undue administra/ve burden”. 
82 Even in such situa/on it is ques/onable whether the procedure should be so long and complex (it may be longer 
than 6 months). 
83 Art.17, Par. 1(b), Markets in Crypto-Assets Regula/on 
84 Moreover, The EBA and ESMA shall issue an opinion on the evalua/on of the legal opinion. 
85 D.A. Zetzsche, F. Annunziata, D.W. Arner, R.P. Buckley. Op.cit, p. 23.  



 33 

in Spain or any other Member State (due to the passporAng principle). At the same Ame, a 
Member State that wish to be more appealing in the crypto sector might apply a “lighter 
supervision”, so to a1ract European enAAes to obtain the license in that Member State. This 
situaAon may create conflicts of interests between Member States and might also lead to 
regulatory arbitrage since there would be jurisdicAons in which, at least in pracAce, the 
requirements are less Aght.  
 
Another quesAon mark related to the legal opinions regards the fact that they are requested 
only for asset-referenced tokens. As already discussed for the white paper, the requirements 
for ARTs are stricter than for other tokens regulated in MiCAR. Again, we can understand a 
different approach between ARTs and other crypto assets considering what we said in the 
previous paragraph (regarding the importance of stablecoins compared to uAlity tokens). 
Nonetheless, it remains unclear the reason why there are different requirements for ARTs 
and EMTs issuers. An interesAng consideraAon might be done about the nature of EMTs. We 
already know that they “shall be deemed to be electronic money” and even that there is an 
ad hoc DirecAve issued in 2009 and updated many Ames (DirecAve 2009/110/EC). This 
implies that the concept of electronic money is not new in Europe. Regulators, supervisors, 
investors, companies and all market parAcipants have had the possibility to experience, use 
and acknowledge electronic money. Therefore, we might deduct that legal opinions are not 
required for EMTs because there is legal certainty around them (differently from ARTs which 
are totally new and unexperienced in the European context). This legal certainty is provided 
by the fact that: electronic money is already well-known in the UE and, since EMTs “shall be 
deemed to be electronic money”, they fall (prevalently) under the scope of DirecAve 
2009/110/EC86. 
 
 
 
3.8 The reserves for stablecoins issuers 
 
We have learned that the reserve of assets is essenAal to guarantee the stability of 
stablecoins. Taking this into account and with the aim of ensuring market integrity and 
financial stability, the European Commission designed in MiCAR a very detailed and complete 
regime about the reserve of assets for stablecoins issuers. However, we should point out that 
such regime applies only to asset-referenced tokens87. As we have already seen, since e-
money tokens shall be considered electronic money, they fall under the scope of DirecAve 
2009/110/EC (Electronic Money DirecAve) and DirecAve (EU) 2015/2366 (Payment Services 

 
86 This is just a possible intui/ve explana/on as to why legal opinions shall be provided only for ARTs. There are many 
other factors to consider and ques/on unsolved about the different regimes in MICAR. 
87 Except when the EMTs are significant, as we are about to see in the next paragraph. 
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DirecAve). Specifically, the provisions that apply to EMTs are the ones about funds, which are 
similar but different from the provisions about the reserves in MiCAR. We are now going to 
discuss the main characterisAcs of both regimes, starAng with the one about ARTs88. 
 
The main reasons why issuers of ARTs “shall consAtute and at all Ames maintain a reserve of 
assets”89 are mainly 3: stabilizing the value of the tokens issued, protecAng holders of ARTs 
in case the value of the tokens decreases, and guaranteeing at any Ame the right of 
redempAon. The most important requirements about the reserve of assets for asset-
referenced tokens are the following: 
 

• The reserve of assets must be legally and operaAonally segregated from the issuer’s 
estate90. This is to guarantee that the reserve of assets is not available to potenAal 
creditors of the issuers, but only to holders of ARTs91. In case a credit insAtuAon or an 
authorized enAty issue more than one asset referenced token, different pools of 
reserves shall be maintained, one for each ARTs92. 
 

• The value of the reserves must be determined using market priced and it must be at 
least equal to the value of the tokens in circulaAon93. 
 

• The reserve of assets must be held in custody by a legal person who is different from 
the issuer of the tokens. The custodians94 might be crypto assets service providers in 
case the reserves are composed by crypto, investment firms in case the reserves are 
composed by financial instruments, and credit insAtuAon for any kind of reserves. 
 

• The reserve of assets can be invested only in “highly liquid financial instruments”95 
where the risk in minimal and these financial instruments must be held in custody like 
the reserve96. Any profit or loss resulAng from the investment of the reserve must be 
borne by the issuers97. 
 

In addiAon to all these arrangements, the EBA, in close cooperaAon with ESMA and the ECB, 
is appointed to drae regulatory technical standards about liquidity requirements for of the 

 
88 We should point out that even ARTs are subject to own fund requirements under Ar/cle 35 (MiCAR). 
89 Art. 36 par. 1, Markets in Crypto-Assets Regula/on 
90 Art. 36 par. 2 and 3, Markets in Crypto-Assets Regula/on 
91 The absence of such guarantee was one of the main reasons of the FTX collapse. 
92 Art. 36 par. 5, Markets in Crypto-Assets Regula/on 
93 Art. 36 par. 7, Markets in Crypto-Assets Regula/on 
94 Art. 37 par. 3 and 4, Markets in Crypto-Assets Regula/on 
95 Art. 38 par. 1, Markets in Crypto-Assets Regula/on 
96 Art. 38 par. 3, Markets in Crypto-Assets Regula/on 
97 Art. 38 par. 4, Markets in Crypto-Assets Regula/on 
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reserve of assets98, and about financial instruments that might be considered “highly liquid” 
with minimal market risk, credit risk and concentraAon risk99. In this respect, the EBA has 
recently launched two consultaAon papers which will be open unAl 08 February 2024100.  
 
Switching to EMTs, even if the provisions about funds have different legal basis (EMD and 
PSD) than the provisions about reserves (MiCAR), the objecAves are sAll similar: to protect 
the holders of the tokens and to guarantee at any Ame the right of redempAon101. The 
main provisions about funds for EMTs issuers are as follows: 
 

• Own funds of the issuers may never fall below the required amount, which can be 
computed with different calculaAons methods (the one that gives the highest amount 
should be chosen)102. 

 
• The funds received in exchange for electronic money must be safeguarded. This is 

done by segregaAng the funds in a credit insAtuAon or by invesAng them in secure, 
low risk assets103. 
Just like for ARTs reserve’s regime, this provision should guarantee that holders of 
tokens are safe against the claims of other potenAal creditors of the issuers. 
AlternaAvely, the funds received by the issuers might be covered by an insurance 
policy, “for an amount equivalent to that which would have been segregated in the 
absence of the insurance policy”104. InteresAngly, ArAcle 54 of MiCAR specifies that at 
least 30% of the funds received by the issuers in exchange for EMTs shall be deposited 
in separated accounts in credit insAtuAons. The rest should be invested in “highly 
liquid financial instruments with minimal market risk, credit risk and concentraAon 
risk”105. 

 

 
98 Art. 36 par. 4, Markets in Crypto-Assets Regula/on 
99 Art. 38 par. 5, Markets in Crypto-Assets Regula/on 
100 EBA, “consulta/on paper on drap regulatory technical standards to specify the highly liquid financial instruments 
with minimal market risk, credit risk and concentra/on risk under ar/cle 38(5) of Regula/on (EU) 2023/1114” and 
“consulta/on paper on drap regulatory technical standards to further specify the liquidity requirements of the reserve 
of assets ar/cle 36(4) of Regula/on (EU) 2023/1114  
101 The main difference is that funds are not used to stabilize the value of EMTs, as instead happens for the reserve of 
assets which are essen/al to stabilize the value of ARTs. 
102 Art. 5 par. 1, Direc/ve 2009/110/EC 
103 Art. 9 par. 1(a), Direc/ve 2007/64/EC 
104 Art. 9 par. 1(c), Direc/ve 2007/64/EC 
105 Art. 54, Markets in Crypto-Assets Regula/on. The provisions of this ar/cle seem to overlap with the safeguarding 
requirements set out in the EMD2. We can consider Ar/cle 54 as a further specifica/on of how the funds received in 
exchange for EMTs shall be managed. 



 36 

Differently from asset referenced tokens issuers, there is no custodial provisions for EMTs 
issuers, nor in the EMD, neither in the PSD. Nonetheless, many EU Member States introduced 
some custodial provisions when they implemented the EMD106. 
 
 
 

3.9 Addi,onal requirement for issuers of significant stablecoins 
 
Other than all requirements discussed unAl now, in case a stablecoin is significant, addiAonal 
obligaAons apply to the issuer. This is in line with the fact that significant stablecoins, just like 
significant credit insAtuAons, may pose greater risk on financial stability and market 
integrity107. A list of the significant parameters is present in ArAcle 43 (MiCAR) and they are 
equal for both ARTs and EMTs. We will be1er analyze the significance criteria in chapter 6, 
for the moment our focus will be on the addiAonal requirements. The first thing to menAon 
is that such addiAonal requirements are the same for both significant ARTs and EMTs. 
According to ArAcle 45 (MiCAR), issuers of significant stablecoins shall: 
 

• Adopt and maintain a remuneraAon policy to ensure a sound and effecAve risk 
management. 
 

• Establish and implement a procedure to always guarantee a resilient liquidity profile. 
 

• Regularly conduct liquidity stress tests. The EBA, depending on the stress test results, 
may decide to increment the liquidity requirements. 
 

These are the main addiAonal requirements for significant issuers and, as we can see, the 
primary focus is on risk management and liquidity. A very interesAng aspect to menAon with 
respect to issuers of SEMTs is that, other than the addiAonal requirements just menAoned, 
they shall be also subject to the provisions about the reserve of assets108, which always 
applies to issuers of ARTs. This implies that SEMTs and SARTs are subjects to the same 
provisions, differently from the case in which the tokens are not significant. 
 
 
 
 

 
106  
107 Under the Single Supervisory Mechanism, significant credit ins/tu/ons are subject to stricter requirements with 
respect to non-significant ones. 
108 And even the one about own funds under Ar/cle 35 (MiCAR). 
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3.10 Preparatory steps towards MiCAR 
 
The EBA published a recent statement109 addressed to financial insAtuAons and other 
undertakings which want to offer stablecoins to the public. “The statement is intended to 
encourage Amely preparatory acAons to MiCAR applicaAon [30 June 2024], with the 
objecAves to reduce the risks of potenAally disrupAve and sharp business model adjustments 
at a later stage, to foster supervisory convergence, and to facilitate the protecAon of 
consumers”110. In the Annex of the statement, we can find guidelines which indicate 
preparatory steps and assessments that issuers of ARTs and EMTS should implement111. The 
5 guiding principles are: 
 

1) The first principle regards correct and complete disclosure. Issuers of ARTs and EMTs 
are asked to provide their clients with all the informaAon regarding their tokens, 
parAcularly about rights, risks and redempAon policies. Moreover, markeAng 
communicaAons of the tokens must be “clear, fair and not misleading”112. Principle 1 
is also about the fair treatment of both potenAal acquirers and holders. Issuers should 
implement effecAve procedures in case of complaints, so to handle them in a 
“prompt, fair and consistent”113 way. 
 

2) Principle 2 regards the program of operaAons. Issuers are required to have a well-
defined business model which contains detailed informaAon about sources of 
revenues, acAon plans in case of stress scenarios, the distribuAon model of the 
tokens, etc. In addiAon to this, issuers should also explain how the offer of tokens is 
in line with the risk profile and the general acAvity of the firm. 

 
3) The third principle is referred to the structure and the governance. Issuers should 

have a management body with the right level of experAse and knowledge to face and 
detect all potenAal issues related to ARTs and EMTs. The organizaAonal structure must 
be clear and there need to be policies regarding money laundering and terrorist 
financing, conflict of interests, operaAonal risks and so on. Furthermore, another 
essenAal aspect of principle 3 is the risk management procedures. Issuers need to 

 
109 EBA, “EBA encourages /mely preparatory steps towards the applica/on of MiCAR to asset-referenced and 
electronic money tokens”, 12th July 2023 
110 ibidem 
111 Being guiding principles they are not mandatory. However, these guidelines will facilitate the transi/on to Micar, 
mainly because, star/ng from 30 June 2024, issuers of ARTs and EMTs will need to be authorized. Therefore, if issuers 
start following guiding principles in the EBA statement, they will already have the requirements to be authorized under 
MICAR. 
112 EBA, “EBA encourages /mely preparatory steps towards the applica/on of MiCAR to asset-referenced and 
electronic money tokens”, 12th July 2023 
113 ibidem 
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have an effecAve system to “idenAfy, measure, manage and monitor”114 the risks 
related to the crypto acAvity. 

 
4) Principle 4 is about reserve and redempAon procedures. There must be a robust 

reserve of assets to cover the issued ARTs. Moreover, both issuers of ARTs and EMTs 
have to offer detailed redempAons plan and cannot grant any interest to their token’s 
holders. 

 
5) The last principle encourages every financial insAtuAon to Amely communicate the 

intenAon to carry out ARTs/ EMTs acAvity. They are parAcularly asked to provide NCA 
of their home country with informaAon about the nature of the token they want to 
issue.  
 

 
Together with the statement, the EBA also published a template that issuers can fill and send 
to their NCA, therefore simplifying the exchange of informaAon. 
 
 
 

3.11 Chapter Conclusions 
 
In this chapter we explored many remarkable provisions about stablecoins under the MiCA 
RegulaAon. Let’s remind that one of the objecAves of MiCAR is to reduce the uncertainty 
related to crypto-assets and to avoid potenAal failures like FTX or Terra/Luna. In this respect, 
the provisions regarding the reserve of assets under the MiCA RegulaAon seems to be 
adequate. We should remember that one of the main reasons of the Terra/ Luna crash was 
that there was no reserve of assets and the demand and supply was controlled only by an 
algorithm. A similar scenario should not happen under the MiCAR framework, also because, 
according to Recital 41, even algorithmic stablecoins shall be regulated under Title III or IV 
of the RegulaAon.  This imply that the provisions about the reserve of assets (for ARTs) or 
the own funds requirements (EMTs) would be applied also to algorithmic stablecoins, thus 
reducing the possibility of liquidity problems for issuers.   
Another interesAng aspect we underlined in this chapter concerns some stricter provisions 
that apply only to issuers of ARTs and not EMTs. To remind some of them, the approval of 
the crypto-assets white paper, the necessity for a legal opinion and even the reserve of 
assets. In the following chapters we will also see that issuers of significant ARTs are subject 
to a direct supervision by the EBA, differently from issuers of significant EMTs that are subject 

 
114 ibidem 
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to a dual supervision by the EBA and the relevant NaAonal Competent Authority. Similar 
differences leave some space for debate and discussions. 
Therefore, even if MiCAR provides legal certainty (especially on stablecoins) under many 
points of views and reduce the possibility of new crypto failures, there are sAll some 
interpretaAve doubts. 
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CHAPERT 4 
 

THE SUPERVISORY FRAMEWORK IN MICAR 
 

 
 
4.1 Introduc,on  
 
In the last chapter we explored the provisions about stablecoins in MiCAR, analyzing the 
different characterisAcs of ARTs and EMTs and poinAng out the regulatory requirements for 
issuers of these tokens. To make sure that such requirements are respected, the European 
Commission has designed a clear supervisory framework in which the leading role is played 
by the European Banking Authority. In this chapter we will present the MiCAR supervisory 
framework, analyzing the main tasks of NCAs and ESMA115 and making some comparisons 
with the Single Supervisory Mechanism. Moreover, we are going to introduce the new role 
of the EBA, referring to the ESMA direct supervision on Credit RaAng Agencies. 
 
 
 
4.2 Supervision in MiCAR   
 
The supervisory framework designed by the European Commission is composed prevalently 
by the European Banking Authority as main supervisor together with ESMA and NaAonal 
Competent AuthoriAes (NCAs) of each Member State. NCAs are directly responsible for the 
supervision of issuers (of ARTs, EMTs and other crypto assets) and service providers (CASP). 
The EBA is generally responsible for issuers of stablecoins and has direct supervision on 
issuers of Significant116Asset-Referenced Tokens (SEMTs) and Significant E-Money Tokens 
(SEMTs)117. ESMA is indirectly responsible for issuers of other crypto-assets and crypto-assets 
service provider. Even in case of significant CASPs (in case the provider has more than 
15millions acAve users), ESMA shall be noAfied and updated frequently, having also power 
of intervenAon118. All powers and responsibiliAes of NCAs, EBA and ESMA are descripted in 
Title VII of MiCAR. The division of supervisory powers between EBA and NCAs is not new in 
EU. A very similar supervisory approach is present in the Single Supervisory Mechanism 

 
115 Powers and responsibili/es of the EBA will be extensively discussed in the following chapter. 
116 We will discuss in detail the significance parameters for ARTs and EMTs in the next chapters. 
117 In a previous version of MiCAR (European Parliament Mandate) there was a proposal to en/tle ESMA for the 
supervision of SARTs. However, the proposal was not accepted and therefore the EBA is responsible for both SEMTs 
(together with NCAs) and SARTs.  
118 Art. 85, Markets in Crypto-Assets Regula/on 
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(SSM) between the ECB (directly responsible for significant insAtuAons) and NCAs (directly 
responsible for less significant insAtuAons).  
 
 
 
4.3 The decision of the EBA as main supervisor and common traits between 
MiCAR and the SSM 
 
As discussed previously, according to MiCAR disposals, only credit insAtuAons are allowed to 
issue both categories of stablecoins (ARTs and EMTs). This will probably determine a 
centralizaAon of the offer of stablecoins around banks. It seems therefore reasonable the 
choice of the EBA as main supervisor in MiCAR, given its high level of experAse in the banking 
sector and in the funcAoning of a bank. A valid alternaAve was represented by the ECB, which 
is already responsible for the prudenAal supervision of credit and financial insAtuAons under 
the SSM. We know that the European Commission decided differently, probably also because 
it did not want to overcharge the ECB with addiAonal supervisory tasks. However, it will be 
necessary a lot of coordinaAon to avoid supervisory conflicts and overlaps between the EBA, 
the ECB and NCAs119.  
 
The MiCAR supervisory framework strongly resembles the Single Supervisory Mechanism in 
more than one aspect. Going on in the chapter with the illustraAon of the main tasks of NCAs, 
ESMA and especially EBA, we will be1er understand the various analogies between SSM and 
MiCAR. We can generally say that both are hierarchical systems with a main supervisor (ECB 
in the SSM, EBA in MiCAR) directly responsible for the supervision of significant enAAes 
(credit insAtuAons in the SSM, issuers of stablecoins in MiCAR). Other enAAes are instead 
supervised by NCAs, both in the SSM (non-significant credit insAtuAons) and MiCAR (issuers 
of non-significant stablecoins, other crypto-assets and CASPs). Another common 
characterisAc of both supervisory frameworks regards the high level of cooperaAon, not only 
between ECB (EBA) and NCAs, but even between NCAs of different Member States and 
European enAAes like ESMA or EIOPA120. In this regard, the European Commission 
maintained in MiCAR the opAmism and confidence that through cooperaAon and exchange 
of informaAon there might be a be1er and more effecAve vigilance.  
 
 
 
 
 

 
119 This issue is discussed in the following paragraph when we analyze an opinion of the ECB on the MiCAR supervisory 
framework. 
120 Going on with the reading, we will beWer analyze the tasks of NCAs, ESMA and EBA in MICAR, making comparisons 
with the SSM.  
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4.4 ESMA supervision on Credit Ra,ng Agencies: a model for MiCAR? 
 
According to experts (lawmakers, professors, lawyers, etc.), the transformaAon of EBA into a 
supervisory (and not only regulatory) authority in MiCAR, is the same happened to ESMA 
with respect to Credit RaAng Agencies (CRAs)121. CRAs are regulated in Europe since 2009, 
when the first version of the CRA RegulaAon122 entered into force. Reading through the 
legislaAve text and analyzing the main provisions, we may understand that the role of ESMA 
in terms of powers and responsibiliAes resembles the one that the EBA will have in MiCAR. 
According to the CRA RegulaAon, every enAty that intends to carry out the credit raAng 
acAvity shall be registered. The phase of the registraAon is the one in which the CRA provides 
all relevant informaAon (about the business model, governance, policies and procedures and 
most importantly about raAng methodologies) and ESMA decide if to grant the registraAon 
status or not. The informaAon provided in the registraAon phase for CRAs are very similar to 
those included in the MiCAR crypto-assets white paper (of course, instead of raAng 
methodologies, we find informaAon about the token, the reserve of assets, redempAon 
rights and so on). At the same Ame, ESMA may (or may not) grant the registraAon status to 
CRA in the same way in which the EBA may (or may not) approve the crypto-assets white 
paper for issuers of ARTs123. In both cases, the 2 ESAs shall verify that the enAAes fully respect 
the requirements set out in CRA RegulaAon (for CRAs) and MiCAR (for issuers of ARTs). Aeer 
the registraAon, ESMA is enAtled to directly supervise CRAs and can make use of its powers 
to ensure the compliance of raAng agencies with the CRA RegulaAon. The supervisory 
powers of ESMA on CRAs are almost idenAcal to the EBA ones with respect to issuers of 
significant stablecoins. To menAon some, both ESMA (under CRA RegulaAon) and EBA (under 
MiCAR) can conduct general invesAgaAons or on-site inspecAons, request for informaAon, 
impose fines. Another point to stress regards the issuance of regulatory and implemenAng 
technical standards. Being the main authoriAes, EMSA and EBA are responsible for draeing 
such standards respecAvely under CRA RegulaAon and MiCAR.  
All things considered, it makes sense to say that the EBA in MiCAR is following the same 
transformaAon process occurred to ESMA with the supervision of CRAs124.  
 
 

 
121 The novelty in MiCAR regards the direct supervision of the EBA on issuers of significant tokens. This is the 
transforma/on process we are referring to, already occurred to ESMA with CRAs.  
122 Regula/on (EU) No 462/2013 of the European Parliament and of the Council of 21 May 2013 amending Regula/on 
(EC) No 1060/2009 on credit ra/ng agencies. 
123 Of course, we know that such approval is not required for issuers of EMTs or other crypto-assets. 
124 It is clear that the range of applica/on of the MiCA Regula/on is higher and more ar/culated than the CRA one. We 
have generally seen how the supervision in MiCAR involves more than just the EBA, but also NCAs and ESMA. 
Therefore, comparing the supervisory role of ESMA on CRAs and the role of EBA in MiCAR makes sense when we focus 
prevalently on the supervision of significant stablecoins issuers. 
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4.5 ECB opinion on the supervisory framework 
 
The European Central Bank expressed its concerns about the MiCAR supervisory framework 
through an opinion125 and there are many aspects that deserves to be analyzed126. Firstly, 
according to the ECB, the dual supervision on SEMTs (by EBA and NCAs) “is subject to 
significant shortcomings” and “may blur responsibiliAes and add complexity to the 
arrangements” (3.1.3). In this regard, we can think of a conflicAng case in which an enAty 
offers both significant e-money tokens and uAlity tokens. This is a quite realisAc situaAon 
that could lead to “duplicaAve or even conflicAng supervisory tasks” (3.1.3) between NCAs 
and EBA. The ECB basically proposed to create a harmonized European framework, equal for 
both SEMTs and ARTs, so to enhance “coordinaAon of supervisory acAons and, at the same 
Ame, avoid regulatory arbitrage” (3.1.3). Furthermore, the ECB retains that no economic 
reason jusAfies a supervisory difference between significant e-money tokens (subject to dual 
supervision) and significant asset-referenced tokens (subject to a harmonized supervision by 
EBA), suggesAng that they should be treated in the same way127.  
Another concern discussed in the ECB opinion regards the adaptability of the supervisory 
framework proposed in MiCAR with the exisAng one (SSM). Specifically, the ECB refers to the 
case of significant e-money tokens issuer that is also a significant credit insAtuAon. In this 
situaAon, the issuer would be supervised by 3 different enAAes: the naAonal competent 
authority and the European Banking Authority for the significance of e-money tokens, and 
the ECB for the significance of the credit insAtuAon (according to the Single Supervisory 
Mechanism). In this regard, the ECB advice is to include the “experience and experAse” 
(3.1.4) of NCAs in the decision-making body of the EBA, both in the joint supervisory team 
(for significant credit insAtuAon) and in the supervisory colleges (for significant SEMTs). 
Another important concern regards the possible conflict between supervisory 
responsibiliAes and tasks of the EBA and the ECB. In this respect, “the EBA’s obligaAon to 
enforce the issuer’s compliance with the requirements laid down in the proposed regulaAon 
should not encroach upon the supervision of prudenAal requirements enforced by the ECB 
in its banking supervisory role” (3.1.5).  
The last consideraAon comes from a very recent speech128 by Andrea Enria (Chair of the 
Supervisory Board of the ECB). As he pointed out, credit insAtuAons which offer crypto-

 
125ECB, “Opinion of the European Central Bank on a proposal for a regula/on on Markets in Crypto-assets, and 
amending Direc/ve (EU) 2019/1937, 29/04/2021”. 
126 Some of the following aspects will also be discussed in the next chapter, when we will talk about the coopera/on 
between supervisors. 
127 This is interes/ng considering the differences in terms of requirements between ARTs and EMTs discussed in the 
previous chapter. Should they really be treated differently? 
128 Speech by Andrea Enria, Chair of the Supervisory Board of the ECB, at the Conference on MiCAR and its 
coordina/on with EU financial markets legisla/on, jointly organised by Ca’ Foscari University of Venice and Banca 
d’Italia, Venice, 14 November 2023. The speech is available on the ECB website. 
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assets services (being CASPs) fall outside the supervision of the ECB129. In this way, banks 
that are CASPs may hide their exposure to crypto assets and prevent the ECB from applying 
safeguards. This loophole is the reason why Enria suggested to include “as a ma1er of 
urgency” the category of CASPs in the list of financial insAtuAons supervised by the ECB. 
 
 
 

4.6 The vigilance by Na,onal Competent Authori,es in MiCAR 
 
Every Member State may decide which NCA shall be responsible for the supervision in 
MiCAR130, and they should guarantee that this Authority (or AuthoriAes if more than one) 
has enough supervisory and invesAgaAve powers to carry out its tasks131. According to ArAcle 
94 (Markets in Crypto-Assets RegulaAon), NCAs can: 
 

• Suspend or prohibit the offer of crypto-assets (stablecoins and other crypto-assets) 
or the provision of crypto assets services whenever the RegulaAon has been infringed 
or where there are reasonable grounds for suspecAng that it has been or will be 
infringed. Another case in which NCAs may also prohibit or suspend the offer or 
services provision of crypto assets if it “would be detrimental to the interests of 
clients, in parAcular retail holders”. 
 

• Order the “immediate cessaAon of the acAvity without prior warning” in case a 
person is offering crypto assets or providing services related to crypto assets without 
the authorizaAon. 

 
• Carry out on-site inspecAons and invesAgaAons. Such invesAgaAons may be 

outsourced by the NCA to auditors or other experts.   
 

• Require issuers of crypto assets to amend the white paper132 or markeAng 
communicaAons, in case they do not comply with Atle II, III or VI (depending on the 
crypto asset issued). NCAs may also require the removal of a person from the 
management body of a crypto asset service provider or an issuer of ART. EMTs issuers 

 
129 According to the Single Supervisory Mechanism, the ECB is responsible for the supervision of credit ins/tu/ons and 
other financial ins/tu/ons (as defined in the Capital Requirements Regula/on No. 575/2013). However, the category 
of crypto-assets service providers is currently excluded from the defini/on of financial ins/tu/ons under CRR. 
130 Art. 93, Markets in Crypto-Assets Regula/on 
131 Art. 94, Markets in Crypto-Assets Regula/on 
132 It’s important to remember that ARTs issuers shall receive an approval to the white paper before offering their 
tokens, and NCAs are the authori/es that can deny or grant this approval. 
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are not included because, with regard to prudenAal requirements (so even 
governance rules), EMTs fall under the scope of DirecAve 2009/110/EC. 

 
• Make public the non-compliance of issuers or service providers with the RegulaAon. 

 
• Disclose every informaAon which may have an impact on the interest of clients, 

parAcularly retail holders, or on the smooth operaAon of the market.  
 

Another very interesAng aspect to menAon about NCAs is the cooperaAon with other NCAs 
and ESAs (ESMA and EBA). First of all, in case a crypto assets issuer/service provider engages 
in acAviAes not regulated under MiCAR (for example the banking acAvity or the provision of 
financial services), NCAs shall coordinate with competent authoriAes enAtled to supervise 
those acAviAes133. We can imagine an investment firm which offers custodial services for 
both financial instruments and crypto assets. In such a situaAon, the competent authoriAes 
of both acAviAes (in case they are different) are required to cooperate.  
 
AddiAonally, according to ArAcle 95 par. 1 (MiCAR) “competent authoriAes shall render 
assistance to competent authoriAes of other Member States, and to EBA and ESMA” and 
“shall exchange informaAon without undue delay and cooperate in invesAgaAon, supervision 
and enforcement acAviAes.” As it happens in the SSM, even in MiCAR the cooperaAon 
between AuthoriAes is explicitly required in the regulatory text. It is worth remembering that 
the “home country control principle” is valid also under the MiCA RegulaAon.  
Therefore, if a Spanish crypto assets service provider or issuer of crypto assets wants to 
provide its services/issue tokens in another European country, the Spanish NCA will sAll be 
responsible for the supervision of the service provider/issuer. In such a situaAon, the Spanish 
NCA may request assistance to the competent authority of the host Member State for 
invesAgaAons or on-site inspecAons134. In case the competent authority of the host Member 
State suspects that there are irregulariAes in the acAvity of the Spanish crypto assets service 
provider/issuer, it shall noAfy the Spanish competent authority and ESMA or EBA135. Where, 
even aeer the noAficaAon and the eventual measures applied by the Spanish competent 
authority, the irregulariAes persist, the competent authority of the host Member State shall 
take precauAonary measures to protect clients and holders of the tokens136. 
As we can deduct from the powers and responsibiliAes just menAoned, the role of NCAs in 
MiCAR is very similar to the one they have in the Single Supervisory Mechanism.  

 
133 Art. 98, Markets in Crypto-Assets Regula/on 
134 Art. 95 par. 4, Markets in Crypto-Assets Regula/on 
135 The no/fica/on to ESMA or EBA depends on the crypto asset issued. Specifically, in case of CASPs or issuers of other 
crypto assets the NCA shall no/fy ESMA. Instead, if the ac/vity regards stablecoins (ARTs or EMTs), the NCA shall no/fy 
EBA.  
136 Art. 102, Markets in Crypto-Assets Regula/on 
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4.8 The role of ESMA in MiCAR 
 
The European SecuriAes and Markets Authority has a double role in MiCAR: one as regulator, 
and the other as supervisor137. On the regulatory side, ESMA is enAtled to issue (non-binding) 
guidelines, opinions and recommendaAons. These shall enhance the understanding and 
clarificaAon of the MiCAR provisions. For example, “ESMA is mandated to issue guidelines 
on the criteria and condiAons for the qualificaAon of crypto-assets as financial 
instruments”138. This makes perfectly sense considering that ESMA has a high level of 
experAse in financial instruments, given its supervisory role in the Single Supervisory 
Mechanism. As we will see in the following paragraphs, there are different aspects of MICAR 
which needs clarificaAon and require the issuance of guidelines, opinions and 
recommendaAons. Generally, in most of the cases, ESMA act in close cooperaAon with EBA 
for the issuance of such guidelines, opinions and recommendaAons. 
 
Another regulatory task of ESMA in MiCAR is to cooperate with the EBA in the drae of 
regulatory and implemenAng technical standards which are then adopted by the European 
Commission. According to recital 109 “it is efficient and appropriate to entrust EBA and 
ESMA, as bodies with highly specialised experAse” with the development of implemenAng 
and regulatory technical standards. Such standards shall refer to different areas of the MiCAR 
legislaAon, for example: the content and informaAon that must be included in the crypto 
assets white paper, the liquidity requirements for the reserve of assets, the informaAon 
required for the authorizaAon to issue crypto assets or provide crypto services, the 
procedures to idenAfy and manage conflict of interests and many more139.  
 
Switching to the supervisory side, ESMA plays a considerable role in MiCAR. This role was 
even more important in a previous version of the RegulaAon, where ESMA was designed to 
be the direct supervisor of SARTs140. As we know, SARTs are currently directly supervised by 
the EBA, but the supervisory tasks of ESMA in MiCAR are sAll fundamental.  Let’s analyze the 
main supervisory powers and responsibiliAes:  
 

 
137 Again, this is not news for ESMA which has the same double role under the SSM framework. With respect to the 
supervision, ESMA shall supervise the supervisors (NCAs) and ensure that they act properly. This kind of supervision 
(carried out also by the EBA in MiCAR with respect to issuers of non-significant stablecoins) has nothing to do with the 
direct supervision of the EBA on issuers of significant tokens. 
138 Recital 14, Markets in Crypto-Assets Regula/on 
139 Recitals 110 and 111 offer a complete list of all areas which require the development of regulatory and 
implemen/ng technical standards. 
140 Filippo Murino, “Vigilanza ed enforcement sui merca/ delle criptoarvità nella proposta di Regolamento MiCA”,  
La Nuova Disciplina Europea Dei Merca/ Digitali: Nuovi Paradigmi Dell’autonomia ContraWuale, Osservatorio Del 
DiriWo Civile E Commerciale Anno Xi, Numero Speciale/2022, p.448  
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• First of all, ESMA shall be noAfied whenever there are issues or controversies related 
to CASPs (even significant) or issuers of other crypto-assets. Both categories are 
directly supervised by NCAs, but in case these authoriAes do not act properly, ESMA 
shall use its intervenAon powers. In addiAon to this, ESMA, trough an opinion, shall 
ensure that any measure taken by the NCA (regarding CASP or other crypto-assets) is 
appropriate and jusAfied141. 

 
•  ESMA is also enAtled to keep a register with all crypto-assets white papers, draeed 

by both issuers and service providers142. Such register must be publicly available and 
kept updated. NCAs shall inform ESMA of any changes regarding the informaAon 
contained in the white papers (such as the name of the issuer/service provider, the 
starAng date, the physical address and so on). Any out-of-date white paper must be 
kept by ESMA in a “separate archive”143, specifying that it is obsolete. InteresAngly, 
according to ArAcle 110, ESMA is also enAtled to keep another register for “non-
compliant enAAes providing crypto-asset services”. Such register, differently from the 
white paper’s one, doesn’t need to be exhausAve in terms of informaAon and 
represent a sort of “blacklist” with all enAAes which provide crypto services without 
authorizaAon. 
  

• We know that when a NCA wants to carry out an inspecAon in another Member State 
it may request assistance to the other NCA. In such a situaAon, one of the two NCAs, 
or even both, may request ESMA to coordinate the inspecAon144. 
 

• According to ArAcle 103, ESMA may temporarily restrict or prohibit the markeAng, 
distribuAon or any other acAvity related with other crypto assets (so not ARTs or 
EMTs) whenever there might be a threat to market integrity or financial stability145. 
The relevant NCA must be noAfied before the decision is taken and such decision shall 
be made publicly available. The most important aspect of ArAcle 103 is that 
“measures taken by ESMA pursuant to this ArAcle shall prevail over any previous 
measure taken by the relevant competent authoriAes on the same ma1er”146. 

 
• ESMA is also responsible for the supervision of significant CASPs. It shall be noAfied 

by the NCA whenever a CASP reaches more than 15 million acAve users, which is the 

 
141 Art. 106, Markets in Crypto-Assets Regula/on 
142 Recital 101 and Art. 109, Markets in Crypto-Assets Regula/on 
143 Art. 109 par.2, Markets in Crypto-Assets Regula/on 
144 In case the en/ty to be inspected is an issuer of stablecoins, the EBA shall coordinate the inspec/on, if requested. 
145 Art. 103 par. (1,2,3 and 4), Markets in Crypto-Assets Regula/on 
146 Art.103 par.7, Markets in Crypto-Assets Regula/on 
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parameter to consider the service provider as significant. ESMA may use its 
intervenAon power in case its necessary147. 
   

Besides all these powers and responsibiliAes which ESMA shall exercise by itself, there are 
other tasks for which ESMA is required to cooperate with the EBA. Among these tasks there 
are: enhancing the supervisory convergence between NCAs, encouraging a harmonized 
classificaAon of crypto assets across all EU Members, taking part in the supervisory colleges, 
making annual reports about the status of the MiCAR implementaAon and its effects on 
markets. We should not forget that, in addiAon to these supervisory tasks, ESMA collaborate 
with EBA even for regulatory duAes, such as the issuance of guidelines and opinions and the 
drae of technical standards148.  
 
All things considered, the role of ESMA in MiCAR is very similar to the one it has in the Single 
Supervisory Mechanism, under both regulatory and supervisory point of view. In this 
respect, the powers that ESMA exercises in the SSM come from RegulaAon 1095/2010, and 
in MiCAR there is more than one direct reference to this RegulaAon, underlining the affinity 
between MiCAR and SSM’s supervisory frameworks.   
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
147 Art. 85, Markets in Crypto-Assets Regula/on 
148 We will discuss deeper all regulatory and supervisory du/es in the following paragraphs about the EBA. 
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CHAPTER 5 
 

THE ROLE OF THE EUROPEAN BANKING AUTHORITY 
 
 
 
5.1 Introduc,on: the role of EBA before MiCAR 
 
From now on for the rest of the chapter our focus will be only one: the European Banking 
Authority. We will extensively discuss its powers and responsibiliAes in MiCAR, especially as 
supervisor of Significant Asset-Referenced Tokens and Significant E-Money Tokens, but first, 
let’s briefly look at the current role carried out by the EBA (before MiCAR). We already know 
that the EBA is a component of the European System of Financial Supervisors and one of the 
most important authoriAes in the Single Supervisory Mechanism. It has both regulatory and 
supervisory tasks, and its powers come from RegulaAon 1093/2010.  
 
On the regulatory side, the European Banking Authority shall use its knowledge and 
experAse in the banking sector to drae regulatory and implemenAng technical standards. To 
make an example, the EBA issued technical standards regarding the informaAon 
requirements in the authorizaAon process of credit insAtuAons, “thus facilitaAng the 
applicaAon process and ensuring a level playing field”149. It is worth underlining that all 
technical standards must be approved by the European Commission, which can adopt, apply 
amendments or even reject the drae of the EBA. The reason of this is that the regulatory 
powers of the EBA are task-specific and cannot go beyond certain limits. Other than draeing 
technical standards, the EBA has also the faculty to issue non-binding guidelines, opinions or 
recommendaAons. Even if non-binding, these guidelines, opinions and recommendaAons 
are taken into high consideraAon. They are used to encourage the supervisory convergence 
across different Member States and to create a consistent interpretaAon of the EU law.  
 
On the supervisory side, the EBA is enAtled to ensure that NCAs are correctly applying and 
interpreAng the EU law. For example, it may use its invesAgatory powers to determine 
whether a financial insAtuAon is not respecAng the prudenAal requirements set out in the 
Capital Requirements RegulaAon150. If so, the EBA, through a recommendaAon, shall 

 
149 EBA website, “Technical standards on the authorisa/on of credit ins/tu/ons”. 
150 Regula/on (EU) 2019/876 of the European Parliament and of the Council of 20 May 2019 amending Regula/on (EU) 
No 575/2013 as regards the leverage ra/o, the net stable funding ra/o, requirements for own funds and eligible 
liabili/es, counterparty credit risk, market risk, exposures to central counterpar/es, exposures to collec/ve investment 
undertakings, large exposures, repor/ng and disclosure requirements, and Regula/on (EU) No 648/2012 (Text with 
EEA relevance.) 
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encourage the NCA to act. In case the breach has the potenAal to jeopardize financial 
stability, the EBA may use its intervenAon powers (to prohibit or restrict) and act directly on 
the financial insAtuAons, “bypassing” the NCA151. This is just one of the cases in which the 
EBA may apply its invesAgatory or intervenAon powers. Other than supervising NCAs, there 
are many other supervisory tasks carried out by the EBA. To menAon some, it shall 
coordinate stress tests to financial insAtuAons in cooperaAon with the ECB (main supervisor 
of financial insAtuAons) and take parts in supervisory colleges (created for significant 
insAtuAons and chaired by the ECB). 
 
 
 
5.2 The regulatory role of the EBA in MiCAR 
 
Aeer quickly and generally introducing the role of the European Banking Authority before 
the MiCA RegulaAon, we are now ready to discuss what are going to be the new powers and 
responsibiliAes. As done unAl now, we will start by focusing on the regulatory tasks of the 
EBA, and successively about the supervisory ones.  
Under the regulatory point of view, the EBA in MiCAR is mainly in charge of draeing 
regulatory and implemenAng technical standards and issuing guidelines, opinions and 
recommendaAons. As we can immediately noAce, these responsibiliAes are basically 
idenAcal to the ones the EBA has in the SSM. With regard to the technical standards, as 
anAcipated in the ESMA paragraph, Recital 110 (for regulatory standards) and 111 (for 
implemenAng standards) provide a list of the main areas which require the drae of such 
standards. As stated in its website “the EBA is responsible for developing 17 technical 
standards and guidelines to further specify the requirements for ARTs and EMTs”. Whenever 
technical standards shall be draeed under any EU legislaAon, there is generally a previous 
set of consultaAon packages. In the MiCA RegulaAon, the EBA has already launched different 
consultaAon packages starAng in July 2023 and intends to launch the remaining ones before 
the end of 2023152.   
One of the most relevant issues in the MiCA RegulaAon regards the interpretaAon and 
classificaAon of crypto-assets. Since they represent something new and unexperienced, 
there is a consistent risk that the same product might be classified as crypto-asset in one 
Member State and as something else in another Member State. This is the reason why the 
EBA, together with other ESAs (ESMA and EIOPA), is enAtled to enhance the supervisory 
convergence on the classificaAon of crypto-assets through the use of guidelines, opinions 
and recommendaAons. Recital 45 specifies that “non-binding opinions of EBA and ESMA 
should address the classificaAon of the crypto-asset”. Moreover, according to Art. 97, NCAs 

 
151 Art. 17-18, Regula/on 1093/2010 
152 EBA website, “Markets in Crypto-Assets”, Policy mandates: /meline   
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may request for opinions153 to the EBA on the classificaAon of tokens. Finally, the EBA and 
the other ESAs shall “jointly draw up an annual report, idenAfying difficulAes in the 
classificaAon of crypto-assets and divergences in the approaches of the competent 
authoriAes”154.  
 
 
 
5.3 The EBA as supervisor of non-significant issuers 
 
The MiCA RegulaAon provides EBA with unprecedented powers and responsibiliAes 
regarding supervision. In fact, for the first Ame, the EBA “is no longer only a regulatory 
authority, but also a supervisory authority, following the model achieved, in certain areas, 
by ESMA”155.  As noted previously, the EBA has direct supervisory powers on issuers of 
significant stablecoins and is generally responsible for any issue or problem that involve 
stablecoins (even crypto-assets services related to ARTs or EMTs). Before diving into the real 
MiCAR innovaAon regarding the direct supervision of significant stablecoins, we briefly 
menAon the EBA powers and responsibiliAes concerning non-significant ARTs and EMTs.  

 
• The EBA has the power to temporally prohibit or restrict the “markeAng, distribuAon 

and sale”156of stablecoins. Such powers shall be used in case: the relevant NCA has 
not acted or the measures taken are insufficient, there isn’t already a MiCAR 
provision addressed to the issue or there is a serious threat to market integrity or 
financial stability. The EBA shall make available on its website any prohibiAon or 
restricAon and they must be reviewed at least twice a year. Most importantly, any 
measures adopted by the EBA “shall prevail over any previous measure taken by the 
relevant competent authority on the same ma1er”157. 
 

• the EBA shall be noAfied by NCAs whenever they find irregulariAes on stablecoins 
issuers or when they intend to apply precauAonary measures to stablecoins 
issuers158. Furthermore, the EBA shall issue an opinion on the measure taken by the 
NCA, assessing whether they are jusAfied and proporAonate159. 

 

 
153 In this case the EBA and other ESAs shall issue the opinion only if requested by the NCA. This provision has nothing 
to do with the “opinion on the evalua/on of the legal opinion” required in the ART white paper (Ar/cle 17, MICAR). 
154 Art. 97 par. 4, Markets in Crypto-Assets Regula/on 
155 Annunziata, Filippo and Annunziata, Filippo, An Overview of the Markets in Crypto-Assets Regula/on (MiCAR). 
(December 11, 2023). European Banking Ins/tute Working Paper Series no. 158, Page 53 
156 Art. 104 par. 1, Markets in Crypto-Assets Regula/on 
157 Art. 104 par. 7, Markets in Crypto-Assets Regula/on 
158 Art. 102 par.1, Markets in Crypto-Assets Regula/on 
159 Art. 106, Markets in Crypto-Assets Regula/on 
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• When a NCA wants to carry out an inspecAon in another Member State it may 
request assistance to the NCA of that Member State. In such a situaAon, one of the 
two NCAs, or even both, may request EBA to coordinate the inspecAon if the enAty 
to be inspected is an issuer of stablecoins or provide services related to ARTs or 
EMTs160. 

 
Up to now, one interesAng aspect to noAce is that the powers and responsibiliAes of EBA on 
issuers of (non-significant) stablecoins are basically idenAcal to the powers and 
responsibiliAes of ESMA on CASPs and issuers of other crypto-assets. To give an idea, if we 
look at ArAcle 103-104 (MiCAR) about temporary intervenAon powers of ESMA and EBA 
respecAvely, it is immediately apparent that the 2 arAcles are specular. The only difference 
regards the enAAes over which intervenAon powers are used (again, issuers of ARTs and 
EMTs for EBA and CASPs or issuers of other crypto-assets for ESMA).  
 
 
 
5.4 Significance of a stablecoin in MiCAR 
 
As anAcipated before, the real innovaAon of MiCAR is the direct supervision of the EBA on 
issuers of significant stablecoins. It is such role that elevates the European Banking Authority 
as the main supervisor of the MiCA RegulaAon. According to Recitals 102 and 103, the fact 
that significant stablecoins may pose risks to monetary transmission channels and financial 
stability (due to their potenAal large-scale use as a mean of payment) represents the reason 
why the EBA has been assigned with the task to supervise significant stablecoins. “Such 
assignment should address the very specific nature of the risks posed”161 by asset-referenced 
tokens and e-money tokens. Moreover, Recital 103 gives a very interesAng explanaAon of 
why SEMTs are subject to a dual supervision. We know that when a EMT becomes significant, 
the issuer shall respect addiAonal requirements. However, “since the specific addiAonal 
requirements should apply only to electronic money insAtuAons issuing significant e-money 
tokens, credit insAtuAons issuing significant e-money tokens, to which such requirements do 
not apply, should remain supervised by their respecAve competent authoriAes”. The reason 
why the addiAonal requirements do not apply to credit insAtuAons is that they are already 
subject to the highest level of protecAon under different EU legislaAons (CRR, CRD, SSM 
RegulaAon, etc.). 
 

 
160 Art. 95 par. 5, Markets in Crypto-Assets Regula/on 
161 Recital 102-103, Markets in Crypto-Assets Regula/on 
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Before analyzing the direct supervisory tasks of the EBA, let’s briefly menAon the significant 
parameters for issuers of stablecoins162. ARTs or EMTs are considered significant if: 
 

a)  the number of holders of the token is larger than 10 million. 
 

b)  the value of the token issued, its market capitalizaAon or the size of the reserve of 
assets of the issuer of the token is higher than EUR 5 000 000 000. 
 

c) the average number and average aggregate value of transacAons in that token per 
day during the relevant period, is higher than 2,5 million transacAons and EUR 500 
000 000 respecAvely. 
 

d)  the issuer of the token is a provider of core plagorm services designated as a 
gatekeeper in accordance with RegulaAon (EU) 2022/1925 of the European 
Parliament and of the Council (43). 
 

e) the significance of the acAviAes of the issuer of the token on an internaAonal scale, 
including the use of the token for payments and remi1ances. 
 

f) the interconnectedness of the token or its issuers with the financial system. 
 

g) the fact that the same issuer issues at least one addiAonal asset-referenced token or 
e-money token and provides at least one crypto-asset service.  

 
In the next chapter we will be1er analyze these parameters one by one, making also 
comparison with the significance criteria in the banking sector. For the moment, we just need 
to know that an issuer of stablecoins can be considered significant if at least three of the 
listed parameters are met, and this applies to both ARTs and EMTs. Aeer establishing 
whether a stablecoin fulfils the requirements to be considered significant, the EBA shall 
eventually drae a decision. Such decision shall be noAfied to the NCA of the issuer’s Member 
State and to the ECB163. Aeer receiving the noAficaAon, these authoriAes have 20 working 
days to express comments and observaAons. Then, the EBA shall duly consider such 
comments and observaAons before draeing its final decision within 60 working days. 
Subsequently the supervisory responsibiliAes on the issuer of the brand-new significant 
token are transferred from the NCA to the EBA. An alternaAve procedure might be iniAated 

 
162 Art. 43 and 56, Markets in Crypto-Assets Regula/on 
163 In case the issuer is in a Member State whose currency is not the euro or if the token is referenced to a currency 
different from the euro, the EBA shall no/fy also the Central Bank of the Member State concerned. This provision 
applies also for the voluntary classifica/on by the issuer and for the yearly reassessment. 
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by the issuer itself, who can express the intenAon to have its token classified as significant164. 
In this situaAon, the NCA of the issuer’s Member State shall noAfy the EBA and the ECB. 
Then, as in the previous case, the EBA shall drae the final decision aeer duly considering 
comments and observaAons from relevant authoriAes. Every year, based on the informaAon 
provided by the competent authoriAes, the EBA shall verify that a significant token sAll 
respects the significance characterisAcs. In case it doesn’t, a decision must be draeed and 
noAfied to NCA and ECB. Again, these competent authoriAes have the possibility to comment 
and then a final decision is taken by the EBA. In case the decision is to no longer classify the 
stablecoin as significant, the supervisory responsibiliAes are transferred from the EBA to the 
NCA of the issuer’s Member State.  
All this provisions, especially the transfer of supervisory responsibiliAes, follow the same 
logic of the ones applied to significant credit insAtuAons under the SSM, where the ECB is 
the main supervisor. The regime regarding the supervision of significant enAAes is probably 
the most noAceable common point between the SSM and MiCAR framework. In the 
following paragraph we are going to discuss the supervisory colleges for significant 
stablecoin’s issuers. Such colleges are clearly inspired to those established for significant 
credit insAtuAons to supervise the banking sector. It is once again evident the intenAon of 
the European Commission to recreate in MiCAR a supervisory system that has worked for 
years in the banking sector, based on cooperaAon and collaboraAon between all its 
authoriAes. 
 
 
 
5.5 EBA responsibili,es on significant tokens: supervisory colleges and crypto-
assets commi_ee 
 
Chapter 4 of Title VII (MiCAR) is enArely dedicated to EBA responsibiliAes as direct supervisor 
of significant stablecoin’s issuers. Among these responsibiliAes, there is the creaAon of a 
crypto-assets commi1ee and of supervisory colleges for issuers of significant stablecoins. 
The commi1ee shall be internal to the EBA and the aim of it is to prepare decisions about 
issuers of significant tokens and also about the regulatory and implemenAng technical 
standards to be draeed (always related to the supervisory tasks)165.  
For what concerns colleges, according to ArAcle 119, within 30 days from the final decision 
to classify a token as significant, the EBA shall “establish, manage and chair” a supervisory 
college. Such college should enhance “the exercise of supervisory tasks and act as a vehicle 
for the coordinaAon of supervisory acAviAes”. Supervisory colleges shall be composed by 
EBA, ESMA, ECB, the NCA of the Member State of the significant issuer and every other 

 
164 Art.44 and 57, Markets in Crypto-Assets Regula/on 
165 Art. 118, Markets in Crypto-Assets Regula/on 
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Authority that may be relevant for the vigilance of the significant issuer. For example, the 
competent authority of the CASP who provides custodial services for the reserve of asset of 
the significant token shall be a member of the college. Even NCAs of Member States in which 
the significant token is used at a large scale shall be members. In any case, the EBA may invite 
any authority that consider relevant for the performance of the supervisory tasks. Being the 
chair of the college, it is also enAtled to coordinate meeAngs, keep members informed, 
establish arrangements on the funcAoning on the colleges, and so on166. The most relevant 
aspect of the supervisory colleges other than the constant exchange of informaAon between 
its members, is that they can also issue non-binding opinions. Such opinions may be issued 
on the modified crypto-assets white paper, any change in the business model of the 
significant issuer, possible increase in the reserve of assets and many other situaAons related 
with the significant token’s167. Any opinion of the college is adopted with a simple majority 
of its members and shall include “any recommendaAons aimed at addressing shortcomings 
of the measure envisaged by EBA or the competent authoriAes”168. The last noteworthy 
provision about supervisory colleges specifies that all members and the EBA shall duly 
consider the opinions issued and eventually explain any significant deviaAon169. 
 
 
 
5.6 EBA powers on issuers of significant stablecoins 
 
All supervisory powers of the EBA related to issuers of significant tokens are listed in Chapter 
5 Title VII (MiCAR). Let’s analyze and discuss the main provisions of this chapter: 
 

• Request for informa/on170. The EBA is empowered to request any kind of informaAon 
that considers relevant for the performance of its supervisory tasks. Such informaAon 
might be requested to issuers of significant tokens and any other persons or enAty 
linked with the significant tokens. We can think of CASPs providing custodial services 
for the reserve of assets, persons of the management body of the issuer, enAAes 
providing payment services171 in relaAon to a significant token and so on. All 
informaAon can be required by the EBA through a simple request or through a 
decision. In both cases, the EBA shall indicate the purpose of the request, the 
informaAon required, the Ame limit and the potenAal fine. However, for what regards 
the simple request, the enAty or person is not obliged to provide the informaAon, but 

 
166 Art. 119 par. 7, Markets in Crypto-Assets Regula/on 
167  A complete list is present in Art. 120 par. 1, Markets in Crypto-Assets Regula/on 
168 Art. 120 par. 2 and 3, Markets in Crypto-Assets Regula/on 
169 Art. 120 par.4, Markets in Crypto-Assets Regula/on 
170 Art.122, Markets in Crypto-Assets Regula/on 
171 Known as Payment Services Providers according to the PSD2 
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in case it does, such informaAon must be correct and not misleading (otherwise fines 
are applied). On the other hand, if the EBA request informaAon through a decision, 
the enAty or person shall provide it respecAng the Ame limit and the informaAon must 
be correct and not misleading (otherwise fines are applied). A copy of the simple 
request or of the decision shall be sent by the EBA to the competent authority of the 
significant issuer.  

• Inves/gatory powers172 and on-site inspec/ons173. The EBA may use invesAgatory 
powers whenever it is considered appropriate for the execuAon of its tasks. According 
to such powers, the EBA can carry out interviews, request telephone and data traffic, 
ask explanaAons about facts or documents related with the invesAgaAon, examine 
records, data or other material retained relevant and obtain cerAfied copies of such 
material. The access to data traffic or telephone records may be subject to an 
authorisaAon, and the requirements may change across Member States since they 
depend on the naAonal law. This same provision applies also to on-site inspecAons, 
which may need an authorisaAon depending on the naAonal law of each Member 
State. In case of any relevant finding from an invesAgaAon or an inspecAon, the EBA 
shall immediately inform the supervisory college of the significant issuer. Moreover, 
the competent authoriAes of the issuer’s Member State enAAes shall be noAfied 
before the beginning of the invesAgaAon or inspecAon. Eventually, at the request of 
the EBA, such authoriAes may assist or a1end the invesAgaAon or inspecAon. The EBA 
has even the power to entrust officials or other persons with a wri1en authorisaAon 
which specifies the subject and the purpose of the invesAgaAon or inspecAon. 
InteresAngly, when the EBA iniAates an invesAgaAon through a decision, issuers of 
significant tokens must submit to the invesAgaAon, with the only right to have such 
decision reviewed by the Court of JusAce. This provision applies also to on-site 
inspecAons, and in case the issuer opposes, the competent authority of that Member 
State shall assist the EBA with police or other enforcement authoriAes. 
 

• Exchange of informa/on174. Other than requesAng, the EBA shall also exchange 
informaAon with competent authoriAes. Such informaAon shall obviously regard the 
significant tokens and any relevant aspect related to them175. The EBA might even 
conclude administraAve agreements to exchange informaAon with supervisory 
authoriAes of third countries. 
 

 
172 Art. 123, Markets in Crypto-Assets Regula/on 
173 Art.124, Markets in Crypto-Assets Regula/on 
174 Art. 125, Markets in Crypto-Assets Regula/on 
175 In Art.125 we find a list of en//es and persons iden/cal to that of Art. 122 regarding the request for informa/on 
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• Supervisory measures176. ArAcle 130 emphasizes the different ways in which the EBA 
may act in case of any infringement of the MiCA RegulaAon. A full list of all 
infringement by issuers of significant stablecoins is included in Annex V (infringements 
related to SARTs) and VI (infringements related to EMTs). In the indicated situaAons 
the EBA may adopt decisions to: impose fines or periodic payments, require the cease 
of the infringement, order the issuer to transmit supplementary informaAon, 
temporarily suspend the acAvity, prohibit the offer or admission to trading of a 
significant token, amend or prohibit market communicaAons, remove a person from 
the issuer’s management body, limit the amount of the significant token issued, issue 
warnings or withdraw the authorizaAon (in case of enAAes authorized to issue ARTs). 
Before taking any of these measures, the EBA shall inform ESMA, the ECB (or the 
proper Central Bank in case the currency of the significant token is not the euro), the 
competent authority of the significant token (in case it is an EMTs177), the issuer of the 
token and also the European Commission. Any measures taken by the EBA shall be 
made available on its website unless it would “seriously jeopardise financial stability 
or cause disproporAonate damage to the parAes involved”178. 
 

• Procedural rules before applying supervisory measures179. When there are 
“reasonable grounds to suspect” that there has been or there will be an infringement, 
the EBA, before applying any measures, shall engage an invesAgaAon officer to verify 
the suspected infringement. In order to ensure the maximum level of objecAvity, the 
invesAgaAon officer must be completely independent from the EBA and shall not be 
involved in the supervision of the invesAgated issuer. The officer may access all 
relevant documents of the EBA for the purpose of the invesAgaAon and has also the 
power to conduct inspecAons and request informaAon to the suspected issuer. During 
the invesAgaAon, the rights of defense of the suspected issuer must be guaranteed. 
In this respect, the subject shall have the opportunity to be heard on the invesAgated 
ma1ers. At the end of the invesAgaAon, the independent officer shall submit to the 
EBA a file with all relevant findings. Based on this file, the EBA will decide whether 
there is an infringement and eventually which measure to take.  

 
• Fines180 and periodic penalty payments181. As we have just seen, in case of 

infringements, the EBA may, among other measures, impose fines or periodic penalty 
payments. Before applying fines (and any kind of measure) there are many factors 

 
176 Art.130, Markets in Crypto-Assets Regula/on 
177 We should not forget that SEMTs are supervised both by the EBA and the NCA of the issuer’s Member State 
178 Art. 130 par. 6, Markets in Crypto-Assets Regula/on 
179 Art. 134, Markets in Crypto-Assets Regula/on 
180 Art. 131, Markets in Crypto-Assets Regula/on 
181 Art. 132, Markets in Crypto-Assets Regula/on 
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that the EBA shall take into account, for example the duraAon and the frequency of 
the infringement, if the infringement was commi1ed intenAonally o negligently, the 
impact on the interests of holders, etc.182. The maximum amount of a fine for issuers 
of SARTs is 10% of the annual turnover of the preceding year and 12% for issuers of 
SEMTs. AlternaAvely, when determinable, the amount of the fine shall be twice the 
amount of the profits gained or losses avoid due to the infringement. For what 
concerns periodic penalty payments, they shall be used to make a person or an enAty 
interrupt the conduct of an acAvity represenAng an infringement, or even when a 
person or an enAty opposes to the request of informaAon, an invesAgaAon or an 
inspecAon. The penalty shall be proporAonate and include any day of delay. The 
maximum amount might be 2% of daily income in the preceding year for persons and 
3% of the average daily turnover in the preceding year for enAAes. The decision to 
impose periodic penalty payments shall be reviewed by the EBA aeer 6 months. 
 

• Supervisory fees183. The EBA shall charge supervisory fees to significant issuers under 
its supervision. Such fees shall be used to cover all costs and expenditures due to the 
performance of the supervisory tasks. The fees must be proporAonate to the reserve 
of assets of the significant issuers, both in case of ARTs and EMTs. The European 
Commission is designed to adopt a delegated act by 30 June 2024 specifying when 
and how the fees shall be paid, the amount and the way in which they shall be 
computed. In this respect, the EBA, on Commission’s request, issued a technical 
advice about fees to be charged and also about some significance criteria184for ARTs 
and EMTs.  
 

• Delega/on of tasks185. The EBA has the faculty to delegate a competent authority for 
the exercise of specific supervisory tasks. Before the delegaAon, the EBA must point 
out the scope of the tasks, the Ametable and the informaAon to be transmi1ed. The 
delegaAon of tasks may also include some of the EBA powers like the request for 
informaAon or the conduct of invesAgaAons and on-site inspecAons. The delegated 
competent authority shall be reimbursed by the EBA for the costs incurred in the 
exercise of the delegated tasks.  
Anyhow, the EBA may revoke the delegaAon of tasks at any Ame. 

 

 
182 The full list is present in Art. 131 par. 2 and Art. 130 par. 3, Markets in Crypto-Assets Regula/on 
183 Art. 137, Markets in Crypto-Assets Regula/on 
184 EBA’s Technical Advice in response to the European Commission’s December 2022 Call for Advice on two delegated 
acts under MiCAR concerning certain criteria for the classifica/on of ARTs and EMTs as significant and the fees that are 
to be charged by EBA to issuers of significant ARTs and EMTs, 29/09/2023. 
185 Art. 138, Markets in Crypto-Assets Regula/on 
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5.7 The need for coopera,on between supervisors 
 
One essenAal aspect to noAce in the MiCA RegulaAon is that coordinaAon and cooperaAon 
between the EBA and other competent authoriAes (NCAs, ECB, other ESAs) will be 
fundamental186. There are different provisions concerning the cooperaAon of the EBA with 
other authoriAes.  
First of all, in case an issuer of significant ARTs carries out other acAviAes like providing 
crypto-services or issuing other non-significant tokens (of any MiCAR category), such 
acAviAes “shall remain under the supervision of the competent authority of the home 
Member State”187. We can think about a credit insAtuAon named ALPHA that issues a 
significant ART and also provides custody services for crypto-assets. In a similar case, under 
MiCAR regime, the credit insAtuAon would be supervised by the EBA as issuer of significant 
ARTs and by the NCA as crypto-assets service provider188. These 2 authoriAes shall cooperate 
to avoid supervisory conflicts. Things become more interesAng and complicated if, other 
than MiCAR authoriAes, we also take into account other supervisors of the significant issuer. 
According to ArAcle 117 paragraph 5 (MiCAR), the EBA, when exercising its supervisory tasks, 
is required to cooperate with other supervisors of the issuer among which: the ECB (when 
the issuer is a significant credit insAtuAon, according to the SSM) or other prudenAal 
supervisory authoriAes (like naAonal Central Banks), relevant competent authoriAes under 
naAonal law transposing the Electronic Money DirecAve 2009/110/EC (when the issuer is an 
Electronic Money InsAtuAon), and competent authoriAes under MiCAR (just like in the 
ALPHA example just provided). 
 
We have menAoned that significant credit insAtuAons fall under the direct supervision of the 
ECB, while other credit insAtuAons are directly supervised by the relevant NCA. If we now 
assume that ALPHA, the credit insAtuAon of our previous example (issuing significant ARTs 
and providing custody services for crypto-assets) is non-significant, it would be subject to 
the direct supervision of the relevant NCA (generally it is the naAonal Central Bank) under 
the SSM framework. In such a situaAon, ALPHA would be supervised by 3 authoriAes: the 
EBA for the issuance of significant ARTs, the NCA for the provision of custody services for 
crypto-assets, and the NCA for being a non-significant credit insAtuAon. We should point out 
that, depending on the Member State, there might be only one NCA responsible for the 
supervision of both CASPs under MiCAR and non-significant credit insAtuAon under the SSM. 
Things would be even more messy if we assume that ALPHA is a significant credit insAtuAon, 
then directly supervised by the ECB under the SSM, and by EBA and NCA under MiCAR. We 

 
186 We have discussed the ECB concerns about the new MiCAR supervisor framework in the previous paragraph. 
187 Art. 117 par.2, Markets in Crypto-Assets Regula/on 
188 For the moment, to keep things simple, we are not considering the supervision of the credit ins/tu/on under the 
SSM.  
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can easily understand from the displayed cases that coordinaAon and cooperaAon between 
the supervisory authoriAes involved would be essenAal for the performance of their tasks. 
In this respect, as discussed above, a fundamental role would be played by the supervisory 
colleges. Specifically, if ALPHA is a significant credit insAtuAon, there would be 2 supervisory 
colleges (one for the significance of the credit insAtuAon chaired by the ECB, and the other 
for the significance of the tokens issued chaired by the EBA). Both colleges will have as 
Members the EBA, the ECB and every other authority relevant for the supervision of ALPHA 
regarding the banking and crypto-related acAviAes. To the scenarios just displayed we may 
also add the possibility that ALPHA issues significant EMTs (subject to a dual supervision by 
EBA and NCA), or that it provides financial services like porgolio management or 
transmission of orders (under the supervision of a NCA responsible for investment firms), or 
even insurance products or services (requiring the supervision of another NCA). All these 
elements would further complicate the supervision of ALPHA, for which an even higher level 
of coordinaAon would be required between all involved authoriAes. One aspect that should 
be stressed is that the example of ALPHA is not utopian. We have already menAoned more 
than once that the offer of crypto-assets (parAcularly stablecoins) in Europe will probably 
concentrate around banks, due to their affirmed status and the fact that they don’t need a 
further 62authorizaAon to issue tokens189. To this, we should also include the fact that credit 
insAtuAons, other than the banking one, already carry out acAviAes like the provision of 
financial services or the offer of insurance products. It seems therefore reasonable to 
imagine a credit insAtuAon like ALPHA in the upcoming future: a (significant) bank that issues 
significant tokens, providing also crypto and/or financial services and offering insurance 
products. 
Aeer all the consideraAons, it should be clear that the upcoming MiCAR framework will 
increase the number of supervisory tasks, and, consequently, the possibility of conflicts or 
overlaps. The only way to avoid these issues is through the close cooperaAon of all 
authoriAes involved.  
 

 
 
 
 
 

 
 

 
189 As explained previously, these 2 aspects make difficult for other en//es to enter in the crypto markets, due to the 
need for the authorisa/on and the high cost to meet the requirements (regarding governance, reserves, disclosure, 
etc.) 
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5.8 The collabora,ve approach  
 
We have now gained enough informaAon to understand how important and delicate the new 
role of the EBA will be with MiCAR. Being the main supervisor, the EBA is making a lot of 
efforts to be as ready as possible for the MiCAR entry into force190. 
About that, in a recent interview, EBA’s chairperson José Manuel Campa considered as a 
“major concern” the recruitment of specialized staff in the field of crypto, technology and 
digitalizaAon191. Just like EBA, other European insAtuAons are in high demand of trained 
people. If this, on one hand, highlights the general worries about the capacity of these 
insAtuAons to properly supervise the crypto markets, on the other hand, it represents a 
concrete step in the right direcAon.  
Another interesAng aspect that deserves a1enAon is the required cooperaAon between 
supervisors (parAcularly EBA) and supervised which is not new in the European legislaAon. 
MiCAR regulators and supervisors are not just making and applying the law; on the contrary, 
they are looking for a genuine dialogue with supervised enAAes. The idea is that, through 
collaboraAon, the uncertainty of crypto assets can be faced more effecAvely. As Campa 
declared in another recent interview, the dialogue between industry and supervisors could 
enhance the understanding of new opportuniAes and risks, and even potenAal gaps that 
could obstacle responsible innovaAon.192In this respect, it’s worth noAcing that the EBA has 
already launched all consultaAon packages before the end of 2023193. Public consultaAons 
are not new in European legislaAon and allow market players to express their concerns with 
respect to the new regulatory framework194. These concerns will be taken into consideraAon 
by the EBA for the drae of regulatory and implemenAng technical standards. This is another 
sign of the constant dialogue between the EBA and supervised enAAes.  
 
 
 
 
 
 
 
 
 
 

 
190 In the last paragraph of chapter 3 we discussed a statement of the EBA which “encourages /mely preparatory steps 
towards the applica/on of MiCAR to asset-referenced and electronic money tokens”. 
191 Laura Noonan, “European banking regulator ‘concerned’ about finding staff to oversee crypto”, Financial Times, July 
2022 
192 Jose Manuel Campa, “European Banking Authority chair: Expect tougher enforcement as new crypto rules come 
into force”, Financial News, October 2022 
193 EBA website, Markets in Crypto-Assets sec/on 
194 As it already happened for other European direc/ves and regula/ons, ESAs are responsible for the drap of 
regulatory and implemen/ng technical standards. 
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CHAPTER 6 
 
 

THE SIGNIFICANCE PARAMETERS 
 
 
 
 
6.1 Introduc,on 
 
In this last chapter we are going to analyze the significance parameters for stablecoins, trying 
also to understand whether there already are or might be significant issuers according to 
such parameters.  
Let’s start by menAoning again the significance parameters for stablecoins issuer195. An 
important thing to keep in mind is that at least 3 of the following criteria shall be met to 
consider a stablecoin significant and such criteria are equal for both issuers of ARTs and 
EMTs: 
 
 

a)  the number of holders of the token is larger than 10 million. 
 

b)  the value of the token issued, its market capitalizaAon or the size of the reserve of 
assets of the issuer of the token is higher than EUR 5 000 000 000. 
 

c) the average number and average aggregate value of transacAons in that token per 
day during the relevant period, is higher than 2,5 million transacAons and EUR 500 
000 000 respecAvely. 
 

d)  the issuer of the token is a provider of core plagorm services designated as a 
gatekeeper in accordance with RegulaAon (EU) 2022/1925 of the European 
Parliament and of the Council (43). 
 

e) the significance of the acAviAes of the issuer of the token on an internaAonal scale, 
including the use of the token for payments and remi1ances. 
 

f) the interconnectedness of the token or its issuers with the financial system. 
 

g) the fact that the same issuer issues at least one addiAonal asset-referenced token 
or e-money token and provides at least one crypto-asset service.  

 
195 Art. 43 and 56, Markets in Crypto-Assets Regula/on 
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6.2 Parameters with a numerical threshold (a, b and c) 
 
The first 3 significance parameters (a, b and c) have a numerical threshold and it can be 
interesAng to ask ourselves whether these thresholds are reasonable or not. If they are too 
low, a lot of stablecoins would meet the significance parameters, even those who don’t really 
represent a threat to financial stability or market integrity. At the same Ame, if the thresholds 
are too high, risky stablecoins would be excluded and the addiAonal requirements would not 
apply. Actually, it is too soon to say with certainty if the thresholds in parameters a, b and c 
are able to capture the “right” stablecoins. However, it can be interesAng to analyze what 
current stablecoins would meet one or more MiCAR significance numerical criteria196.  
 
If we consider the parameter b, stablecoins pegged to EURO are very far from the threshold 
of EUR 5 billion (market capitalizaAon). To give an idea, the first EURO-pegged stablecoin by 
market cap, Stasis EURO, has a value of almost EUR 124 million197 which is not even close to 
5 billion. Stasis is a fintech European company set up in Malta, therefore it’s likely that it will 
fall under the scope of MiCAR when it will be in force. If we extend our view to all current 
stablecoins (considering also those pegged to other currencies), there are only two that 
would meet the MiCAR significance criteria b: Theter USDt and USDC198. Both stablecoins are 
pegged to the USD, so we should convert their values in EURO199. Tether USDt is the first 
stablecoin by market cap with $95 billion (almost EUR 87,5 billion), followed by USDC with 
more than $25 billion (roughly EUR 23,5 billion)200. Apart from these 2, no other stablecoin 
in the world would currently reach a market capitalizaAon of EUR 5 billion201. 
 
Switching to parameter a, it is difficult to know exactly the number of holders of a stablecoin. 
Due to anonymity and pseudo anonymity the same investor may purchase from different 
wallets. Moreover, the fact that the same stablecoin may be traded on different blockchains 
make it more difficult to obtain a totally reliable value. With these aspects in might, we might 
sAll try to check whether there are some current stablecoins with more than 10 million 
holders. One way to do this is by using “Glassnode Studio”, a website which provides data 
and metrics from the most popular blockchains. To know the total number of holders, we 
can consider the “total number of unique addresses that ever appeared in a transacAon of 

 
196 All of the following data are taken from CoinMarketCap.com, one of the top websites regarding crypto. 
197 Such value remained rela/vely stable considering a 1-year period (January 2023-January 2024). 
198 These stablecoins are currently issued in the US. However, it can s/ll be interes/ng to assess whether they would be 
considered significant if they fell under the scope MiCAR. 
199 The exchange rate USD/EUR used is equal to 0.92. 
200 We should point out that even if these data are taken on 19/01/2024, the market capitaliza/on of Tether USDt and 
USDC has never fall below respec/vely 66 billion USD (about 61 billion EURO) and 22 billion USD (roughly 22 billion 
EURO). Therefore, both stablecoins would have easily met the significance parameter b if they fell under the scope of 
MiCAR. 
201 It is worth men/oning that the stablecoin DAI (pegged to USD) has a current market cap of 4,9 billion EURO (value 
at 19/01/2024) and, during the last year, it reached a peak of 6 billion. 
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the naAve coin in the network”202. According to Glassnode, the number of holders of Stasis 
EURO is 22.439203, not even close to the threshold of 10 million (we should remember that 
Stasis EURO is currently the first EURO-pegged stablecoin by market cap in the world). As 
done before, it can be interesAng to take into account the top 2 stablecoins (by market cap) 
in the world: Theter USDt and USDC. The number of holders of both token is roughly equal 
to 35 million and 12.5 million respecAvely204. Currently, these 2 stablecoins appear to be the 
only ones capable of exceeding the threshold of 10 million holders set in criteria a. 
 
Let’s now focus on parameter c. We are going to consider the second threshold of EUR 500 
000 000 regarding the “average aggregate value of transacAons per day”. Once again, we will 
use Stasis EURO as an example of EURO-pegged stablecoin and then the 2 largest stablecoins 
(by market cap) Tether USDt and USDC. For the purpose of our evaluaAon, we can consider 
the 24h volume of the stablecoin. Such measure might be very volaAle from day to day, it is 
therefore be1er to use a longer period (the last 30 days in our case205). According to 
CoinMarketCap.com, the aggregate volume of the last 30 days206 for Tether USDt and USDC 
is roughly equal to EUR 712 billion ad EUR  86 billion respecAvely. This implies that the 
average aggregate value of transacAons per day corresponds to EUR 23.7 billion for Tether 
USDt and EUR 2.86 billion for USDC207. Other than these two stablecoins, the only other one 
which overcomes the threshold of EUR 500 million set in parameter c is First Digital USD, 
with an average aggregate value of transacAons per day of nearly $3.8 billion. If we consider 
the same measure for Stasis EURO, we obtain a value lower than EUR 1 million 
(approximately 923 thousand)208. 
 
Aeer all these general consideraAons, we might conclude that the current parameters a, b 
and c are very difficult to meet. We have seen how Stasis EURO, the largest EURO-pegged 
stablecoin by market cap currently issued in Europe, is actually very from meeAng the 
aforemenAoned parameters. Only the 2 largest stablecoins in the world by volume and 
market cap, Theter USDt and USDC, are actually able to overcome the current MiCAR 
thresholds. It seems therefore difficult to imagine a stablecoin, issued under MiCAR, capable 
of meeAng parameters a, b and c as done by USDt and USDC with their outstanding numbers. 

 
202 Studio.Glassnode.com 
203 Updated at 22/12/2023. It’s worth underlining that such value is the highest in 2023 for Stasis EURO. 
204 The values are updated at 22/12/2023 and for both stablecoins is the highest recorded in 2023. This highlights a 
clear increasing trend for USDt and USDC regarding the number of holders. 
205 3- or 6-months periods would be even beWer (also because the significance of a stablecoin in MiCAR would be 
revised at least twice a year). However, for the purpose of our general analysis, a 1-month period is sufficient to deduct 
a conclusion. 
206 From 22/12/2023 to 21/01/2024 
207 We easily obtained these values by dividing the aggregate volumes of the last 30 days by the number of days. 
208 In 2023, the highest average aggregate value of transac/ons per day for Stasis EURO was recorded in April, with 
EUR 9.1 million (s/ll very far form EUR 500 million). Such value decreased significantly as we can see from the last 
measure of EUR 923 thousand. 
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Does this mean that, except from Theter USDt and USDC, all other stablecoins in the world 
are safe and do not pose risk on financial stability or market integrity? It is difficult to believe 
so.   
More reasonable is the possibility that the current thresholds are too high and that, if they 
remain unchanged, no stablecoin issued under MiCAR will be considered significant under 
parameters a, b and c for a while.  
 
 
 

6.3 Parameters d and g 
 
Parameters d and g do not depend on numbers or thresholds to exceed, they are instead 
connected with the acAviAes carried out by the issuer. Specifically, according to MiCAR, the 
issuance of a token per se should not pose a threat to financial stability or market integrity 
(unless its numbers exceed the thresholds menAoned in the previous paragraph). Things may 
change when the same enAty, other than issuing a stablecoin, is also a gatekeeper209 under 
RegulaAon (EU) 2022/1925 (parameter d) or decides to issue other stablecoins and to 
provide crypto-services (parameter g). Following the MiCAR interpretaAon, being involved in 
such acAviAes, other than the issuance of a stablecoin, may pose greater risk on financial 
stability or market integrity and jusAfies the applicaAon of the addional requirements for 
significant issuers. 
Criteria d and g, especially if compared with a, b and c, are much “easier” to meet. In fact, it 
is “sufficient” for an enAty issuing a stablecoin to be a gatekeeper, or a CASP and to issue 
another stablecoin, to meet parameter d or g (respecAvely), no ma1er the trading volumes 
and the market cap of the stablecoins issued.  
 
 
 

6.4 Parameters e and f 
 
The last 2 parameters to discuss are e and f, which result ambiguous and difficult to interpret 
as they appear in the MiCAR text. Specifically, when can a stablecoin be considered 
significant on an internaAonal scale (e)? At the same Ame, how can we measure if a token is 
interconnected, and eventually how much, with the financial system (f)? These doubts are 
the reason why the Commission will adopt delegated acts to further specify the 

 
209 Art. 2, par. 1 and 2, Regula/on (EU) 2022/1925 of the European Parliament and of the Council of 14 September 
2022 on contestable and fair markets in the digital sector and amending Direc/ves (EU) 2019/1937 and (EU) 
2020/1828 (Digital Markets Act) (OJ L 265, 12.10.2022  
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interpretaAon of criteria e and f210.  In this respect, the EBA, on request of the Commission, 
published a technical advice at the end of September 2023211. In such document there are 
some suggesAons about indicators that could be used to assess whether a stablecoin or its 
issuer are interconnected with the financial system or considered significant on an 
internaAonal scale. The EBA proposed core and ancillary indicators for each parameter. On 
one hand, core indicators should idenAfy “the main elements of significance”212, while, on 
the other hand, ancillary indicators should be useful to assess addiAonal aspects in case the 
result from the core indicators “do not lead to a conclusive determinaAon of significance”213. 
According to the EBA, an exhausAve significance assessment “should ulAmately be subject 
to a holisAc/collecAve assessment of core and ancillary indicators”214.  
 
Concerning parameter f, we should remind that for every stablecoin issued, credit 
insAtuAons shall keep as deposits no less than 30% of the amount referenced in each official 
currency (this applies only to ARTs215) and at least 30% of the funds received by the issuer of 
EMTs in exchange for EMTs (this applies to EMTs216). According to the EBA, since the risk 
arising from the deposits of both ARTs and EMTs is already addressed by MiCAR (under 
ArAcles 36 and 54), “assessing the non-deposit part of the reserve of assets of issuers of ARTs 
or EMTs is key in the assessment of the issuer’s interconnectedness with the financial 
system”217. Following this logic, the main core indicators proposed in the EBA’s Technical 
Advice are 2: the share of non-deposit reserve assets that are financial instruments issued by 
financial ins:tu:ons218 and the share of ART/EMT issuer’s asset holdings rela:ve to total 
supply of specific financial instruments219. The first indicator should address the direct 
interconnectedness of a stablecoin and its issuer with the financial system (through the 
reserve of assets). On the other hand, the second indicator should capture the indirect 
interconnectedness220. 
Other than the two core criteria menAoned, the EBA underlined 3 elements that can be 
useful to assess the interconnectedness with the financial system and represent ancillary 

 
210 Art. 44, par. 11, Markets in Crypto-Assets Regula/on 
211 EBA’s Technical Advice in response to the European Commission’s December 2022 Call for Advice on two delegated 
acts under MiCAR concerning certain criteria for the classifica/on of ARTs and EMTs as significant and the fees that are 
to be charged by EBA to issuers of significant ARTs and EMTs, 29/09/2023. 
212 Idem, Recital 19 
213 Idem, Recital 22 
214 Ibidem  
215 Art. 36, par. 4(d), Markets in Crypto-Assets Regula/on 
216 Art. 54, Markets in Crypto-Assets Regula/on 
217 EBA’s Technical Advice, Recital 32 
218 There are two sub-indicators regarding specifically ARTs and EMTs. For issuers of ARTs, the share of non-deposit 
reserve assets that are deriva/ves; and for issuers of EMTs, the share of non-deposit reserve assets that are covered 
bonds issued by credit ins/tu/ons.  
219 There is another core indicator proposed but it’s currently unapplicable due to the lack of data. 
220 In case of financial distress, a stablecoin issuer may be forced to fire sell its asset holdings. This would imply a 
decrease in the value of those assets which could indirectly affect all financial ins/tu/ons holding similar assets.  
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indicators: the ownership structure of the issuer221, the concentraAon of the reserve of 
assets222 and the porgolio overlap of reserve assets with other stablecoin issuers223. 
 
Let’s now turn to the indicators suggested by the EBA to assess the “significance on an 
internaAonal scale” stated in parameter e. In this case, the EBA proposed two core and one 
ancillary indicators. The first core indicator is based on the market share of value of cross-
border transac:ons with ARTs/EMTs into and from the EU. This measure should be able to 
capture how much an ART or an EMT is traded into and from the EU with respect to the total 
number of transacAons made with stablecoins into and from the EU. The second indicator is 
almost idenAcal, but it considers only transacAons where ARTs or EMTs are associated as 
means of exchange. It’s important to remember that stablecoins are largely used as a mean 
of payment, but they can also be used for other reasons (for example as a form of 
investment). Therefore, on one hand, the first indicator captures in general the significance 
on an internaAonal level of an ART or EMT (considering even transfer where the stablecoin 
is not used as a mean of exchange). On the other hand, the second core indicator addresses 
specifically the use of an ART or EMT as a mean of exchange. This second measure should be 
able to analyze the subsAtuAon effect between fiat currencies and stablecoins.  
One essenAal aspect to underline is that both indicators proposed shall be divided into 2 
sub-indicators: "one sub-indicator where the payer is within the EU and the payee outside 
(ouglow) and another where the payee is within the EU and the payer is outside (inflow)”224. 
This can be useful to capture the effects of inflows and ouglows, which may be different. 
Another interesAng element to point out is that the indicators proposed by the EBA shall not 
consider the case when both the payer and the payee are outside of the EU225. Other than 
the 2 core indicators, the EBA suggested even an ancillary indicator. As explained previously, 
it provides addiAonal informaAon useful to assess the significance in case the results from 
the core indicators are insufficient. The ancillary indicator is based on the ra:o of the total 
value of cross-border transac:ons with an ART or EMT used as means of exchange as 
compared to total value of cross-border payment transac:ons into and from the EU. If an 
ART or an EMT is largely used as a mean of payment and there are disrupAons on the DLT 
network where it is traded, the implicaAons for financial stability may be dangerous. 

 
221 For example, a situa/on in which the owner of the issuer is a financial ins/tu/on may be a sign of 
interconnectedness. 
222 According to the EBA, “alloca/ng reserve assets in a low number of financial ins/tu/ons or in a highly concentrated 
degree is an indica/on of higher interconnectedness with the financial system” (EBA’s Technical Advice, Recital 51).  
223 This indicator can point out the interconnectedness between different stablecoins issuers (which are included in the 
financial system). By measuring the amount of assets that are common to different issuers we may understand how 
strong the contagion effect in case of financial distress would be. In case an issuer fire sells an asset, the downfall in its 
price may affect other market players (financial ins/tu/on in the core indicator, other issuers now) who own similar 
assets. 
224 EBA’s Technical Advice, Recital 65 
225 And, obviously, neither the case in which both payer and payee are in the EU since we could no longer talk of 
“interna/onal scale”. 
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Therefore, the growth of a stablecoin in cross-border payments (with respect to transacAons 
made with tradiAonal payment systems) may be a good indicator of significance on an 
internaAonal scale. 
 
 
 

6.5 The importance of data 
 
Aeer discussing the MiCAR significance parameters, we should now underline the 
importance of data for their assessment. As we have seen, except for d and g, other criteria 
are based on numerical thresholds. Therefore, the availability of data is essenAal to assess 
whether an ART or an EMT can be considered significant or not. For example, other than the 
2 core indicators for parameter f, the EBA proposed a third parameter which is unapplicable 
due to the lack of data226. 
In paragraph 6.2 we tried to apply parameters a, b and c to current stablecoins. Except for 
the market capitalizaAon which is largely used, other measures such as the number of 
holders, the average number and average aggregate value of transacAons per day were more 
difficult to find or even unavailable227. Without such data it is impossible to properly assess 
and update the significance of a stablecoin. Fortunately, there already exist reporAng 
provisions under MiCAR requiring issuers of stablecoins to provide data. However, according 
to the EBA, there are some gaps in the MiCAR reporAng obligaAons which could not only 
limit the applicaAon of the significance criteria, but also obstacle other supervisory acAviAes 
carried out by the EBA. One example of these gaps is present in ArAcle 22228, since the 
reporAng provisions of such arAcle apply only to issuers of ARTs and EMTs referencing non-
EU currencies (and not to issuers of EMTs referencing EU currencies). The soluAon suggested 
by the EBA to these reporAng gaps is to develop “own iniAaAve Guidelines (under ArAcle 16 
of its Founding RegulaAon) to complement the ITS under ArAcle 22 MiCAR “229."This is 
considered the best available approach to secure consistent reporAng of data in accordance 
with common formats and templates, which is urgently needed to ensure a proper 
applicaAon of MiCAR aeer 30 June 2024”230. 

 
226 The indicator is based on the Share of ART/EMTs issued that are held by financial insEtuEons. According to the EBA, 
credit ins/tu/ons and other types of financial ins/tu/ons will not be subject to repor/ng obliga/ons regarding 
holdings of crypto-assets (which is the key data to assess the aforemen/oned indicator) un/l 2026/2027. 
227 For example, to obtain the average aggregate value of transac/ons we used the volume of transac/ons for a 30-day 
period and then divided it by the number of days.  
228 According to Ar/cle 22 (MiCAR), a stablecoin issuer shall report: the number of holders, the average number and 
average aggregate value of transac/ons per day, the value of the token issued and the size of the reserve of asset, an 
es/mate of the average number and average aggregate value of transac/ons per day during the relevant quarter that 
are associated to its uses as a means of exchange within a single currency area. All these informa/on are essen/al for 
the assessment of the significant parameters under Ar/cle 43 (MiCAR). 
229 EBA’s Technical Advice, Recital 86. 
230 Idem, Recital 87. 
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6.6 Chapter conclusions 
 
In this chapter we discussed the MiCAR significant parameters, obtaining some important 
insights. From the general analysis conducted in paragraph 6.2, it turned out that, with the 
current thresholds, parameters a, b and c will probably be very difficult to meet. Only Theter 
USDt and USDC would exceed such thresholds231. These 2 are by far the top stablecoins 
considering market cap and traded volumes, and their popularity grew over years232. It is 
therefore difficult to imagine an ART or an EMT issued under MiCAR, able to get close to 
Theter USDt and USDC’ numbers and thus even to significance parameters a, b and c, at least 
in the immediate future. Of course, the fact that an ART or an EMT isn’t able to meet the 
thresholds in criteria a, b and c doesn’t necessarily mean that it can’t sAll pose significant 
risk on financial stability or market integrity. In this respect, other MiCAR parameters may 
capture the significance of a stablecoin irrespecAve of the dimension233 of the issuer.  
We have seen that criteria d and g are not based on thresholds, but rather on the acAviAes 
carried out by the issuer of an ART or an EMT. Therefore, no ma1er the market cap or the 
trading volumes (and other numbers), a stablecoin might sAll be significant if its issuers is 
also a gatekeeper under RegulaAon (EU) 2022/1925 (parameter d) or decides to issue other 
stablecoins and to provide crypto-services (parameter g).  
In addiAon to this, differently from parameters a, b and c which present a fixed numerical 
threshold, the core indicators suggested by the EBA for parameters e and f are expressed 
through a share of something (for example the share of non-deposits reserve asset or the 
market share of cross-border transacAons). Therefore, an ART with a low market cap might 
sAll have the same “share of non-deposits reserve asset” of another ART with a very high 
market cap, even if the reserves of the two tokens are very different in absolute values. This 
same principle is valid for all core indicators proposed by the EBA for criteria e and f, implying 
that the significance of a stablecoin would be captured irrespecAve of the dimension and the 
popularity of the issuer. 
Actually, we sAll don’t know if the European Commission, in the delegated acts required to 
clarify criteria e and f, will follow the EBA’s Technical Advice by using the proposed indicators 
as they are or if, instead, amendments will be applied. What we can say now is that the 
approach suggested by the EBA seems exhausAve. Combining both core and ancillary 
indicators should offer the possibility to capture different aspects for the assessment of 
significance234.  
All things considered, given their variety and diversity, the MiCAR significance parameters 
should be able to capture issuers of ARTs or EMTs posing risk on financial stability or market 

 
231 If issued under MiCAR.  
232 We should consider that they were first issued in 2015 (Theter USDt) and 2018 (USDC). 
233 in terms of market cap, trading volumes, number of holders and many other numerical factors. 
234 Par/cularly about the use on an interna/onal scale (parameter e) and the interconnectedness with the financial 
system (parameter f) 
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integrity. However, we should not forget that a stablecoin, to be considered significant under 
MiCAR, shall meet at least 3 significance criteria. Given that the thresholds in parameters a, 
b and c are currently too high for the reasons explained, the risk that there won’t be 
significant issuers in the immediate future is concrete235.  
 
 
 
 
 
 
 
 
 
  

 
235For example, we can imagine an issuer of an ART or an EMT that do not reach the thresholds in parameters a, b and 
c, and does not carry out other ac/vi/es as in parameters d and g. In a similar situa/on, addi/onal requirements 
cannot be applied to such issuer, even if the token issued is significant on an interna/onal scale (e) and/or 
interconnected with the financial system (f).  
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